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(1)

BORDER INSECURITY, TAKE THREE:
OPEN AND UNMONITORED

THURSDAY, SEPTEMBER 27, 2007

U.S. SENATE,
COMMITTEE ON FINANCE,

Washington, DC.
The hearing was convened, pursuant to notice, at 10:08 a.m., in

room SD–215, Dirksen Senate Office Building, Hon. Max Baucus
(chairman of the committee) presiding.

Present: Senators Schumer, Salazar, Grassley, Snowe, and
Bunning.

OPENING STATEMENT OF HON. MAX BAUCUS, A U.S. SENATOR
FROM MONTANA, CHAIRMAN, COMMITTEE ON FINANCE

The CHAIRMAN. The hearing will come to order.
In Henry IV, Shakespeare wrote, ‘‘In cases of defense, ’tis best to

weigh the enemy more mighty than he seems.’’ Today, in defending
against terrorists, it is best to weigh tight security along our Na-
tion’s border as more important than it seems.

Six years have passed since 9/11, and thank God, there has not
been another terrorist attack on American soil. Some things have
gone right. The hard work of law enforcement personnel have made
a difference. But that does not mean that we can relax. It means
we need to redouble our efforts. We need to get border security
right; lives depend on it.

Today we are going to hear from the Government Accountability
Office on their third border security investigation for the Finance
Committee. GAO’s testimony today is, in a word, alarming. The
GAO attempted to enter the United States in seven locations, and
I regret to report that they were successful in entering the U.S.
largely undetected.

Adding to the seriousness of the security breach, the GAO inves-
tigators simulated the placing of nuclear material in a bag that
they carried across the border. They demonstrated that terrorists
have ample opportunity to carry nuclear material across the border
into the United States.

Our borders are vast. As a Senator from Montana, I know better
than most just how vast. But the success rate of GAO investigators
is a sobering sign. We have a long way to go in defending borders,
especially in rural areas.

Previously, the committee has heard testimony on the attempt by
GAO investigators to enter some of the 170 ports of entry on the
northern and southern borders. The investigation that the com-
mittee will hear about today involves the same investigators. This
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time, they attempted to cross unmanned and unmonitored areas of
entry between the borders.

The GAO investigators assessed seven border areas that were
unmanned, unmonitored, or both—four were on the U.S.-Canada
border, three on the U.S.-Mexico border. In three of the four loca-
tions on the U.S.-Canada border, investigators carried a duffel bag
across the border to simulate the cross-border movement of radio-
active materials and other contraband.

On our northern border, the GAO found State roads close to the
border did not appear to be manned or monitored, and they were
able to cross unchallenged, successfully simulating the movement
of radioactive materials into the U.S. from Canada.

Also on the northern border, the GAO located several ports of
entry that had posted daytime hours and were unmanned over-
night. They found barriers across the roads that they could just
drive around. Are we really that unable to detect friends or foes
coming across our national borders? We have a representative from
the U.S. Customs and Border Protection here today to update us
on their progress.

I also want the committee to hear about the threat that even
small amounts of nuclear material could pose to our citizens. In
2006, 150 incidents of illicit trafficking and unauthorized activities
involving nuclear and radioactive materials were reported to the
IAEA. In 2002, a report by the Canadian Security Intelligence
Service said there are ‘‘more international terrorist organizations
active in Canada than anywhere else in the world.’’ That was 2002.

Of course, my special focus is to make sure that that back door
to terrorism is not Montana’s northern border, and I have been
working to bring more resources to secure that border. I am
pleased to see the Department of Homeland Security Air and Ma-
rine Operations Air Base is successfully up and running in Great
Falls. Our appropriations process here in the Congress provided
$18 million to get our air base operational a year earlier than the
Department of Homeland Security had planned. That is a good
start, but we need to do more.

As of May of 2007, Customs and Border Protection had fewer
than 1,000 U.S. border patrol agents on the northern border, and
Customs and Border Protection had nearly 12,000 agents on the
southern border, 12 times. The GAO investigation raises serious
questions about the balance of resources on both borders.

I want to thank GAO for their hard work in this investigation.
I want to also thank Senator Grassley for starting this line of in-
vestigation using the GAO back when he was chairman. Their
work has helped the Finance Committee to keep the focus on the
critical issue of border security.

And so, let us ‘‘weigh the enemy more mighty’’ than we have. Let
us weigh tight security along our Nation’s border as more impor-
tant than we have. Let us do what we can to ensure that many,
many more years pass before another terrorist gets access to Amer-
ican soil.

Senator Grassley?
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OPENING STATEMENT OF HON. CHUCK GRASSLEY,
A U.S. SENATOR FROM IOWA

Senator GRASSLEY. Yes. Thank you, Chairman Baucus, for this
important hearing on our national security. Our purpose here is to
follow up and find out whether the situation has improved. At the
first hearing that we had 3 or 4 years ago, GAO testified about how
easy it was to use fake documents to enter the United States. We
also heard about vast stretches of our border in rural areas and
next to public lands that were under-patroled and essentially
unmonitored.

Last year, in the second hearing of this series, we saw that the
GAO was able to sneak into the United States at border check-
points using phony documents. Authorities failed to catch them 93
percent of the time. Sadly, nothing had improved much between
the two hearings.

This year at this hearing, we are going to hear the GAO say how
easily they were able to take simulated nuclear weapons and other
contraband across those unmonitored stretches of U.S. borders be-
tween the checkpoints.

Six years after 9/11, and more than 4 years after our first hear-
ing, things should have gotten better. Last year, we learned that
our checkpoints are still vulnerable to fake documents. This year,
we are going to hear that the areas between the checkpoints are
as vulnerable as ever. They are simply wide open, waiting to be
crossed by anyone carrying anything, even a dirty bomb or a suit-
case-type nuclear device.

In this latest study, investigators crossed our border with Can-
ada at four locations, crossed our border with Mexico at three loca-
tions, and while crossing, investigators even attempted to look very
suspicious, even carrying duffel bags filled with simulated nuclear
material and contraband.

After crossing, they even remained in the area for a while to see
whether the Border Patrol would make an effort to catch them.
How did the Border Patrol respond? Well, according to the testi-
mony we are going to hear today, on one occasion an alert citizen
reported suspicious activity, but Border Patrol was unable to locate
investigators.

On another occasion when an investigator drove around an un-
manned gate, Border Patrol responded 20 minutes later, but let the
investigators go after they flashed a badge without identity being
demanded, asking their names or searching the vehicle. However,
on all other occasions the investigators were able to cross the bor-
der unchallenged without a response from Border Patrol, and to
me—and quite frankly it is hard to believe—there has been so little
progress in plugging these gaping security holes. This is about
more than just immigration. The Government Accountability Office
says that these vulnerabilities pose ‘‘a serious security risk’’ to our
country. I think that that is an understatement.

Some people worry that increased border security means putting
the brakes on trade and commerce, but only smugglers enter the
country through the back door. Legitimate businesses do not need
to use the back door or the dead of night.
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So, if we let some terrorists waltz into our country with nuclear
devices, the cost in human life and economic damage would be far
greater than doing what it takes to secure the border now.

So where do we go? We need to keep the fence construction
scheduled, we need to increase our hiring and training of Border
Patrol, and we need to improve relationships with tribal groups
and increase the law enforcement presence in those areas.

However, until we have a new immigration bill, the administra-
tion has to, and is constitutionally responsible for, enforcing the
laws that we have now on the books. We need a mandatory and
clear verification system for increased work site enforcement. The
more we do in the interior of the country, the more we can con-
centrate on drug dealers, terrorists, and criminals at the border.
They will be easier to catch if we get rid of the magnet that draws
millions of job seekers across the border illegally.

So I thank all the witnesses today, and particularly the Govern-
ment Accountability Office, for the excellent work they have done
focusing on this over a period of 4 or 5 years now.

Thank you, Mr. Chairman.
The CHAIRMAN. Thank you, Senator.
We will now proceed to our witnesses. First is Greg Kutz, Man-

aging Director for Special Investigations for GAO. With him today
is his Assistant Director, John Cooney. Next, Ronald Colburn, Dep-
uty Chief of the U.S. Border Patrol, here representing the Depart-
ment of Homeland Security and Customs and Border Protection.
The third witness is Ken Luongo, executive director of the Partner-
ship for Global Security. Mr. Luongo previously served as Senior
Advisor to the Secretary of Energy for Nonproliferation Policy, and
the Director of Arms Control and Nonproliferation at the U.S. De-
partment of Energy.

All of you will have your statements automatically included in
the record, and I ask you to hold your remarks to 5 minutes.

Mr. Cooney, if you want to speak too, do not feel constrained. If
you want to speak, that is fine, too.

We will start with you, Mr. Kutz.

STATEMENT OF GREG KUTZ, MANAGING DIRECTOR FOR FO-
RENSIC AUDITS AND SPECIAL INVESTIGATIONS, GOVERN-
MENT ACCOUNTABILITY OFFICE, WASHINGTON, DC; ACCOM-
PANIED BY JOHN W. COONEY, ASSISTANT DIRECTOR, FO-
RENSIC AUDITS AND SPECIAL INVESTIGATIONS, GOVERN-
MENT ACCOUNTABILITY OFFICE, WASHINGTON, DC

Mr. KUTZ. Mr. Chairman and members of the committee, thank
you for the opportunity to discuss border security. Last year, I tes-
tified that we successfully entered the United States from Canada
and Mexico using counterfeit documents. As a follow-up to that
work, you asked that we assess vulnerabilities to terrorists or
criminals entering the United States undetected. Today’s testimony
highlights our work at the Canadian and Mexican borders.

Our statement has two parts. First, I will discuss what we did
and what we found, and then Mr. Cooney will narrate a short video
of our work.

First, as you mentioned, we visited seven border locations, four
at the U.S.-Canadian border and three at the U.S.-Mexican border.
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We focused our work on unmanned, unmonitored areas, and un-
manned areas with monitoring systems such as cameras. Individ-
uals attempting to legally enter the United States by land must
present themselves to CBP officers at one of 170 ports of entry.
Any other method of land entry is illegal.

For the northern border, we actually crossed into Canada and at-
tempted several times to enter the United States undetected. How-
ever, due to safety considerations, we approached the Mexican bor-
der from the United States in areas that we believed were vulner-
able to undetected crossings.

In several northern States we found a number of State roads
that ran very close to the Canadian border. Many of these roads
appear to be unmanned and unmonitored. At several of these loca-
tions we simulated smuggling radioactive materials and other con-
traband into the United States.

For example, as shown on the first poster board which is on my
left, at one location our investigator delivered a large red duffel bag
about 75 feet from a rental car parked in Canada to a rental car
parked in the United States. CBP received a citizen’s complaint
about our suspicious activity. However, by the time the Border Pa-
trol arrived, our investigators and the duffel bag were gone.

The next poster board shows our investigator at another location,
entering the United States from Canada with the red duffel bag.
Notice the white obelisk marking the border and the sign noting
‘‘Illegal Border Crossing Warning.’’ This location also appeared to
be unmanned and unmonitored, and there was no response to our
crossing.

The other vulnerability we identified on the northern border re-
lated to ports of entry with posted daytime hours that were un-
manned overnight. It is no surprise to anybody that there are sig-
nificant vulnerabilities to terrorists or criminals entering the
United States from Canada. While the northern border is over
5,000 miles across, CBP records indicate only 972 agents as of May,
2007.

In contrast, the southern border is 1,900 miles across, but has
nearly 12,000 agents. Given these facts, it is also not surprising
that our observations on the southern border in some locations
were very different.

For example, we visited one State road near the U.S.-Mexico bor-
der that had an impressive law enforcement presence. For example,
our investigators identified and observed Border Patrol vehicles,
Army National Guard units, unmanned aerial vehicles, and a heli-
copter flying parallel to the border.

However, we did identify two areas vulnerable on the Mexican
border. As the next poster board shows, these locations also ap-
peared to be unmanned and unmonitored. In one location, we drove
the border, crossed the four-foot high fence you see in the picture
into Mexico, and then returned back into the United States. Our
agents waited there for 15 or so minutes and there was no re-
sponse.

In the other two pictures where you see the Rio Grande River
forming the border, we observed evidence of frequent border cross-
ings. Our investigators remained in this area for about 1 hour and
30 minutes and observed no monitoring systems or law enforce-
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ment presence. According to CBP, in certain of these areas, social
and cultural issues lead the U.S. Border Patrol to defer to local po-
lice for border security.

In conclusion, our work clearly shows substantial vulnerabilities
on the northern border to terrorists or criminals entering the
United States undetected. Although the southern border appears to
be substantially more secure, we did identify several vulnerabilities
on federally managed lands where there was no CBP patrol.

We encourage the Congress to continue to support CBP with the
human capital and technology necessary to achieve their chal-
lenging mission.

Mr. Cooney is going to now narrate a short video.
The CHAIRMAN. Thank you.
[Showing of video.]
Mr. COONEY. Mr. Chairman and members of the committee, as

you will see in this video, it is quite easy to transport enough radio-
active material to cause significant damage in a dirty bomb. You
will notice, this is some of the contraband that we put in the same
red bag that Mr. Kutz mentioned in his testimony. It included
counterfeit credit cards, radioactive material, detonators, and other
contraband such as narcotics.

We will show three locations on the Canadian border where we
crossed. The first was mentioned in the testimony, where the agent
came across approximately 75 feet to a waiting vehicle on the U.S.
side, and we were able to transfer the contraband.

At this location, these two roads run parallel to each other on the
U.S. and Canadian border. There were some surveillance cameras
in use, but we were able to cross these two roads very easily with-
out anyone coming to check out our being there. This road is pro-
tected by no fence, and there is only about 8 feet separating the
two countries.

What you are now seeing was a nighttime crossing at another
port of entry that is unmanned during the evening. We were easily
able to go around the existing fence. We waited in the area for ap-
proximately 15 to 20 minutes and then proceeded down a road
where we were eventually met by a Border Patrol agent.

This next site was another area that was in a residential zone.
You can see the border marker clearly marked. The agent with the
contraband was easily able to cross. Likewise, this was a farmer’s
field in the same vicinity, which was clearly marked. We were able
to go right through his property undetected and deliver our contra-
band.

Here you see a fence that we crossed into Mexico and returned.
It is capable of keeping out vehicles, I guess, and cattle, but it is
easily crossed by anyone wishing to come into the United States
with contraband or radioactive material.

At this last location, we were on the Rio Grande River. We no-
ticed a heavily trafficked area where a lot of movement was able
to be detected going through this area. We were unmonitored there
for approximately an hour and a half.

This concludes my testimony, Mr. Chairman. We would be happy
to answer any of your questions at this time.

The CHAIRMAN. Thank you, Mr. Cooney and Mr. Kutz.
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[The prepared statement of Mr. Kutz appears in the appendix.]
The CHAIRMAN. Mr. Colburn?

STATEMENT OF RONALD COLBURN, DEPUTY CHIEF, OFFICE
OF BORDER PATROL, DEPARTMENT OF HOMELAND SECU-
RITY, WASHINGTON, DC

Mr. COLBURN. Chairman Baucus, Senator Grassley, and other
distinguished Senators, it is, on behalf of the 14,000-plus men and
women of the U.S. Border Patrol, my honor to appear before you
today to discuss the findings of the GAO report. My name is Ron
Colburn. I am the National Deputy Chief of the U.S. Border Patrol.

Our mission is an all-threats mission for border security, includ-
ing illegal aliens, illegal narcotics, contraband, as well as the smug-
glers of that contraband, and the trafficking of humans.

To accomplish this mission, the Border Patrol must meet its clear
strategic goal to establish and maintain effective control of the bor-
ders of the United States. Effective control of an area of the border,
defined in the Border Patrol’s national strategy, is the ability to de-
tect an illegal entry, identify and classify that entry, respond to it,
and bring it to a satisfactory law enforcement resolution.

Gaining, maintaining, and expanding control with a strong en-
forcement posture and with sufficient flexibility to address poten-
tial enforcement challenges is the critical mission that we now face.

As of September 23, 2007, total overall illegal activity throughout
the United States along our borders is down 20 percent. Inclusive
of that, other-than-Mexican arrests—and you have all heard us
refer to it with the acronym OTMs—are down 37 percent. That is
from special interest countries—Central American, South Amer-
ican, Caribbean, European, and Asian countries.

We attribute this to a number of initiatives and operations, such
as Operation Streamline—which has gotten a lot of publicity in re-
cent days—the Arizona Border Control Initiative, Expedited Re-
moval, the Interior Repatriation Program, and other operations
that were specific to the area that I worked in previously—coming
here to the national headquarters just in the past couple of
months—as the chief of Yuma Sector, such as Operation Jump
Start, Operation Brigand Snare, Operation Citation, and Operation
First Strike. We are now down nearly 70 percent in illegal activity
in my former sector, the Yuma sector.

What was once in 2005 the heaviest traffic zone in the entire
United States in Yuma, AZ, and the heaviest trafficked quarter in
the State of Arizona, is now down 90 percent of detected illegal ac-
tivity.

We have seized, this year, 1.8 million pounds of marijuana and
7 tons of cocaine being smuggled across our borders between the
ports of entry in both urban and remote areas of Canada, Mexico,
and the Caribbean.

Border Patrol continues to carry out our mission along the Na-
tion’s borders by applying the right mix of resources in a layered
enforcement mode. You have heard the President speak of it, and
also Secretary Chertoff, as the three-legged stool, that is, per-
sonnel, technology, and infrastructure.

The Border Patrol conducts continuous border threat assess-
ments. These assessments, and our intelligence, drive our resource
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deployment strategy. Our resource deployment strategy is designed
to reduce the risks along the border in border security. Resources
are first deployed to the most vulnerable, highest-risk areas.

We also employ a defense-in-depth method, so you will see Bor-
der Patrol agents actually at hubs and choke points, such as
McCarran International Airport in Las Vegas, the Los Angeles
International Airport, and the Phoenix Airport.

We also have checkpoints which are different than ports of entry
at the border where people lawfully apply for admission. Check-
points are along the egress routes within the border areas as an-
other line of defense in capturing those who may have gotten
through at the line.

Securing our Nation’s diverse border terrain is an important and
complex task that cannot be resolved with one single solution. To
secure each unique mile of the border requires a balance of the per-
sonnel, the technology, and the infrastructure.

In urban environments, it takes only seconds to minutes for
smugglers to move their contraband or people away from the bor-
der area into the cover that the urban infrastructure provides for
them and to escape away from the border area. Urban environ-
ments require significant infrastructure.

I was just on the border yesterday and the day before, and in
Yuma, my former sector, at the change-of-command ceremony on
Tuesday, I took time to drive down to the border. As far as I could
see, I saw primary fencing, tactical infrastructure, secondary fenc-
ing, new border roads, and lighting as far as I could see. That has
just been accomplished in the past year. This is the same area
where I said activity is now down by 90 percent, and overall in the
125 miles of that stretch, nearly 70 percent.

In rural areas——
The CHAIRMAN. I am going to have to ask you to summarize. But

now that you are getting to rural, I do want you to spend a mo-
ment. [Laughter.]

Mr. COLBURN. Now we are talking Montana. In rural areas and
remote areas, you are talking minutes to hours and hours to days
in which we have the tactical advantage to make a response and
capture and bring cases to resolution with a law enforcement reso-
lution.

Being that I need to wrap it up, in addressing some of the GAO
findings, I will say you do not always see us when we see you. Also,
when you have millions of people living along the border infrastruc-
ture, literally millions, and tens of thousands that use the Colorado
River and the Rio Grande for recreation on a daily basis, one must
very wisely, respecting the U.S. Constitution, make a determina-
tion with law enforcement eyes and law enforcement experience
what is truly a risk and a threat to the American populace and
what is legitimate traffic in the area and not a threat.

The CHAIRMAN. Thank you, Mr. Colburn, very much.
Mr. COLBURN. Thank you very much for the opportunity to speak

today.
[The prepared statement of Mr. Colburn appears in the appen-

dix.]
The CHAIRMAN. Mr. Luongo?
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STATEMENT OF KEN LUONGO, EXECUTIVE DIRECTOR,
PARTNERSHIP FOR GLOBAL SECURITY, PHILADELPHIA, PA
Mr. LUONGO. Thank you, Mr. Chairman and members of the

committee, for the invitation to testify today. I think you are exam-
ining a very important issue for U.S. and global security.

While nuclear threats have been with us since the dawn of the
nuclear age, since the fall of the Soviet Union 16 years ago the
issue of unsecured nuclear weapons and nuclear material has be-
come much more acute, and in fact has risen to the top of the list
of dangers that we face in the United States, and globally. How-
ever, the problem has not become easier to solve over these 16
years. It has become more complex, and the dangers that we are
facing have become greater and not smaller.

The threat is no longer confined to nuclear weapons or fissile ma-
terial, the core of nuclear weapons. It now includes radiological ma-
terials, and there are many more radiological materials scattered
around the globe today, including in virtually every country in the
world and in our own borders.

The terrorist attacks of September 11th foreshadowed what
might happen and the devastating dangers that could await the
United States if unsecured nuclear material and technologies fell
into the wrong hands. We have undertaken a number of very seri-
ous initiatives to try to protect the country from this danger. But
the stockpiles of nuclear material and radiological materials
around the globe are growing, not shrinking, and the gaps in the
security around these materials could be exploited by terrorists
who belong to no state and who recognize no limits on their ac-
tions.

Globalization, in particular, has helped to increase the pressure
on the international system for controlling nuclear and radiological
materials, as energy has become a more intensely sought com-
modity and as developing nations desire more industrial and med-
ical radiological sources for their development. In my mind, the
struggle to contain and secure the globally spreading technologies
and materials is at the forefront of the 21st century’s challenge for
global security.

In the scope of nuclear security concerns, the Radiological Dis-
persal Device, the RDD, or the ‘‘dirty bomb’’—it goes by a variety
of different names—is considered to be a more likely weapon to be
used by terrorists because it is easier to assemble and deliver than
an intact nuclear weapon.

In particular, the multiple means of transporting the radioactive
material that is the core of this dirty bomb are alarming. It can be
imported into the United States through shipping container, vehi-
cle, vessel, and even aircraft, and the delivery need not be clandes-
tine. Legitimate commercial shipping activities are considered to be
one path that can be exploited.

Radioactive materials needed for the construction of a dirty bomb
also are more readily accessible compared to more sophisticated nu-
clear devices. For instance, the sources of RDD materials are found
in medical devices, industrial applications, commercial products,
and radioactive waste.

A simple explosive RDD, consisting of a lead-shielded container
with a kilogram of explosive and a small amount of radioactive ma-
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terial, could easily fit in a backpack. I think the GAO video obvi-
ously showed how small the materials are. Even a small amount
of that radiological material, if exploded in a high-value area, could
have a devastating effect, especially on economic activity because
of the contamination that would result and the inability to utilize
the area, especially if it were in a city or in an urban environment
that has a lot of economic activity concentrated in it.

I think the committee should be commended for their attention
to this, and the Congress as a whole should recognize that the dan-
ger of radiological and nuclear attack is a reality. It is a possibility.
It has not occurred. We should be thankful that it has not occurred.
But just like in 9/11, the theoretical possibility sometimes can be
discounted, but when you have to deal with the aftermath it is
quite, quite substantial, and we should take this issue very seri-
ously.

Turning to how the materials could enter the United States, and
looking at the northern border, there has been evidence to suggest
that the northern border is a significant threat as a terrorist point
of entry. Some have claimed that it is more dangerous than the
southern border. The Canadian Security Intelligence Service re-
ports that terrorists from 50 different organizations around the
world have posed as refugees to try to get in to Canada.

The most well-known case of an attempted terrorist infiltration
involves Ahmed Ressam, who was en route to Los Angeles Inter-
national Airport with the intention of carrying out a terrorist at-
tack in conjunction with the year 2000 millennium celebration. He
was caught, thankfully, and he was convicted.

While many actions have been taken by DHS and other govern-
ment agencies, the U.S. borders are far from impenetrable. But we
should also recognize that we have problems at home, not just radi-
ological sources that could be imported from other countries. Med-
ical and industrial uses of radiological sources are quite substan-
tially utilized in the United States, and they are spread around, es-
pecially in hospitals and in industrial uses.

These materials are not as well-protected as military nuclear ma-
terials, and they are routinely lost. In addition, the coordination
among the key agencies with responsibility for domestic radio-
logical protection seems to me to be inadequate. In particular, our
concerns are two radiological materials, cesium 137 and cobalt 60,
because they have very deep penetration capabilities.

In addition, there are still seven research reactors in the United
States that use highly enriched uranium, which is a bomb-grade
material. So, while our international and border security efforts are
crucial, we have to remain mindful that terrorists might be able to
obtain and exploit the radiological sources that exist within our
own country against us, thereby effectively circumventing all of the
efforts that we are employing at our borders.

The CHAIRMAN. I am going to have to ask you to summarize, Mr.
Luongo.

Mr. LUONGO. I will.
The CHAIRMAN. We are getting a little over time here.
Mr. LUONGO. All right.
Mr. Chairman, let me just say, casting out over the horizon, I

think that there are several things that we ought to be concerned
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about. One is what is happening in terms of the spread of nuclear
technology around the globe. There are three regions that we
should be concerned about: Russia and the former Soviet States,
which we have been working on for a long time; South Asia, where
nuclear power and fissile material production for weapons are ex-
panding; and the Middle East, where the Iranian nuclear program
is potentially going to cause a nuclear domino effect.

I would say to the committee, there are a lot of recommendations
out there and a lot of analyses. I think the one that makes the
most sense is, we should protect all of this material at its source
and eliminate or protect those vulnerable stockpiles. Thank you.

The CHAIRMAN. All right. Thank you, Mr. Luongo,very much.
[The prepared statement of Mr. Luongo appears in the appendix.]
The CHAIRMAN. Clearly, it is a complicated question. As you have

said, Mr. Luongo, there are a lot of precursors in the United States.
The dirty bombs could be manufactured, I guess, somewhere in the
United States, too, with materials, if I understand you, already in
the United States. That is a separate issue, and we are going to
have to deal with that very aggressively.

But I want to focus right now on the ability to come into the
United States and the degree to which our investigators were able
to come into the United States with ease, which I find quite con-
cerning. I would like to ask you, Mr. Kutz, if you could just turn
to Mr. Colburn and tell him what needs to be done here.

Now, based upon your experience and your investigators’ experi-
ence and the ease with which they crossed the border, and recog-
nizing the obligations that Customs and Border Security has, what
advice would you give them? What do they need to do? I am asking
you because you are a little closer to it because your people crossed
the border with ease, undetected, and took a duffel bag across. No-
body knew about it. In one case I guess you were detected, but the
investigator got away, if I understand it correctly.

So what would you say to the person who is basically in charge
of enforcing our borders? What does he need to do?

Mr. KUTZ. Well, it is obviously a challenging situation, and I
think that it is a combination of—he mentioned it—the human cap-
ital, technology, infrastructure, and I would also add process to
that. They may not think of it exactly that same way, but the way
they react to the actual incidents, when they do or do not react, et
cetera.

But it is a matter of resources. Do they have sufficient resources
in the southern and northern border to achieve their mission or
not? That may be a difficult question, or you may not want to an-
swer that one, I do not know. But that really is the question. Can
you do it with what you have? Again, I think between the times
when we have done this, I believe there have been increases in
human capital since 2002.

Our first work for you on this was in 2002, actually, so we have
been crossing the border with either counterfeit documents or be-
tween the portals for 5 years for this committee. With respect to
technology and human capital, we have seen an increase in those.
But the question is, is it sufficient?

The CHAIRMAN. Right. Let me ask Mr. Colburn that question. A
thousand people up north, 12,000 on the southern border. I doubt
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that those thousand people are on duty all the time. So effectively,
how many people at any given moment are manning the northern
border?

Mr. COLBURN. First of all, I would like to state that we agree
with the GAO findings. I think it is important for me to say that.
We agree that the border is not as secure as it should be, and
needs to be in the near future and the long term.

The CHAIRMAN. So you do agree that there are big holes?
Mr. COLBURN. We agree that the border is not as secure as it

needs to be, as Mr. Kutz just said. We have come a long way in
just a period of——

The CHAIRMAN. Sure. I understand that. I think you have come
a long way. But we are trying to address what needs to be done
from now on.

How many personnel are on the northern border at one moment?
Let us say, at noon today, how many?

Mr. COLBURN. As Mr. Kutz said, right now there are nearly 1,000
Border Patrol agents, with 200 actually en route to the northern
border.

The CHAIRMAN. Now, are those thousand on duty or is that just
FTEs?

Mr. COLBURN. Those are the full-time employees assigned to the
northern border.

The CHAIRMAN. Assigned. So how many at any given moment?
Mr. COLBURN. At any given time, using the hiring ratio of 1.6

per, as we do—and I think most agencies do, especially in law en-
forcement because of the rotational, 24 hours a day, 7 days a week,
365.

The CHAIRMAN. Right.
Mr. COLBURN. So you can roughly estimate—and this is a rough

estimate—about 25 percent are on duty at any given time.
The CHAIRMAN. Twenty-five percent of the 1,000.
Mr. COLBURN. That is correct.
The CHAIRMAN. So about 250 are on duty at any one moment.
Mr. COLBURN. That formula would be anywhere in just about

any police department.
The CHAIRMAN. Roughly. All right. That is not very many. How

many miles of border?
Mr. COLBURN. There are 4,000 miles of border on the Canadian

border and roughly 2,000 miles on the southwest border.
The CHAIRMAN. So how are 250 people going to man 4,000 or

5,000 miles?
Mr. COLBURN. It is very difficult. It is very remote and very chal-

lenging. It is a different challenge than we have on the southwest
border, as you well know.

The CHAIRMAN. Oh, much different. Much different.
Mr. COLBURN. And short of discussing classified information,

which we cannot do, we know the reasons and the differences
there. Certainly much more than when I was stationed in the Ca-
nadian border as the agent in charge in the Thousand Islands area,
with literally over a 1,000 islands on the St. Lawrence River be-
tween Lake Ontario——

The CHAIRMAN. It sounds like you need more people.
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Mr. COLBURN. We do. And we are bringing more, as I said. As
we speak, we have 200 more——

The CHAIRMAN. What is the reasonable optimal amount?
Mr. COLBURN. With the amount of infrastructure and reinforce-

ments that we are receiving, such as in your State, sir, the air
interdiction facility that we just finished constructing and put in
place—we have five of those coming on board on the Canadian bor-
der—combined with the sensing technologies and the marine assets
that we are bringing on board——

The CHAIRMAN. So how many people do you need?
Mr. COLBURN. We intend to bring more Border Patrol agents on

board and we will continue to——
The CHAIRMAN. How many? I am trying to get a sense of—you

are the top guy there. You know what is going on here. How many
do you need?

Mr. COLBURN. That is the multi-billion-dollar question, sir. We
intend to bring on hundreds more. But the actual number we are
still working on as we speak. What we believe when we combine
it with our partners, with our Canadian partners, with our 15 inte-
grated Border Enforcement teams with Canada and our other
shared mission agencies along the border, our air, marine, and our
border patrol, what we actually will need——

The CHAIRMAN. My time is expiring. But it seems to me that this
is a much deeper question here. It is not just personnel on the bor-
der, which is extremely important, but it is coordinating with coun-
tries, other countries including Canada, how they get a better han-
dle on terrorism generally. I must say, I was very struck. Senator
Salazar was with me. We were over in Iraq a couple of weeks ago
with a general, General Kubic is his name. He is in charge of train-
ing up the Iraqi forces by the Americans.

Basically, he just turned to the four of us—Senator Snowe was
on the trip, too, and Senator Nelson was the fourth, Ben Nelson of
Nebraska—and he made the point very clearly. He said, in his
view—and I think he is right—that we in the western world were
pretty well organized back in the Cold War era in standing up to
the former Soviet Union during the Cold War. We were organized
in the western world, and so forth, and we basically prevailed.

His thought is, we have to do the same thing now with inter-
national terrorism. It is a whole new mind-set, a whole new para-
digm. It has to be coordinated together with all countries. In the
same way that we stood up to the former Soviet Union, we need
to do that now, today. I think the question we are addressing today
is extremely important, but it is part of a larger, deeper question.
How do you organize and fight terrorism and smuggling stuff
across borders, and so forth, particularly terrorist activity?

This hearing is somewhat focused on nuclear and dirty bomb ma-
terial. I just hope that your agency and other countries will start
to figure out and get a better handle on all this, because we want
to catch these guys or gals before they come in, and get on down
the road a little bit earlier. So we are not just playing a defensive
game at the border, we are playing a more offensive game, just try-
ing to stop all this stuff earlier on.

But my time has expired. I am quite alarmed, frankly, how easy
it is to get across the border. I am very alarmed, to put it bluntly.

VerDate 11-MAY-2000 14:22 Aug 07, 2009 Jkt 000000 PO 00000 Frm 00017 Fmt 6633 Sfmt 6633 50945.000 SFIN1 PsN: SFIN1



14

Senator Grassley?
Senator GRASSLEY. Mr. Chairman, I am going to start by men-

tioning an article I read dated September 25 in the Arizona Repub-
lic that discusses the cutting of National Guard troops in half now,
and the other half by next summer.

In regards to my questions, I would start with Mr. Kutz.
If it was easy to cross the southern border, even with 6,000 Na-

tional Guard troops helping the border patrol, how much easier will
it be next summer without those resources?

Mr. KUTZ. Well, it would be more easy. I think the discussion we
just had about the insufficient—and Mr. Colburn is in a difficult
position. But I think our resources are insufficient to possibly meet
the mission at this point. Cutting resources is not necessarily
where this needs to go.

Senator GRASSLEY. And to Mr. Colburn, the statistic you cite in
your testimony seems to indicate that the National Guard presence
on the southern border has been somewhat effective. What plans
do you have in place to take up the slack that the troops are cov-
ering at this point? Would the illegal crossing and smuggling ac-
tivities just increase once you lose the support of the Guard?

Mr. COLBURN. The Commander’s intent—the President of the
United States—with Operation Jump Start, was, although in the-
ory but not in application, a one-for-one trade for 6,000 new Border
Patrol agents to be deployed along the borders of the United States
while being reinforced by about 6,000 National Guardsmen in mis-
sion support positions only, with a plan to draw down after the
first year to 3,000. During that time we have hired, trained, and
deployed 2,500 Border Patrol agents, and so far the reduction has
been about that many.

Just 2 days ago, I attended the change-of-command ceremony of
Operation Jump Start, Task Force Yuma, in Yuma, AZ. We talked
about the great successes. I would have to give a lot of credit to
the entry identification teams—in the military, they tend to call
those LPOPs—that reinforced us in the Yuma sector, which drew
us down over the past several months to that 70-percent reduction
in illegal activity. Kudos to our partners in the National Guard.

That could not, and would not, probably, have happened without
that plus-up of mission support that freed Border Patrol agents
that are already on duty to do border patrol work rather than mis-
sion support work that draws our attention away from our patrol
duties. So it has been a very symbiotic and positive relationship.
But the plan did call for a reduction. We have adjusted for that and
we have seen no change in the Yuma sector area of responsibility
with that.

Major Babeu just left as commander of Task Force Yuma and
was replaced by Major Emmons. I was able to laud them for the
great work that they do as war fighters overseas—almost all of
these people have done at least one rotation overseas—as well as
protecting us domestically on the border, and certainly reinforcing
us. They have been the hoofbeats in the distance and the sound of
the bugle in the air to reinforce our men and women on the border.
It has worked very well.

But our intention is, with the 6,000 new Border Patrol agents
and a 2-year cycle with Operation Jump Start, that Operation
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Jump Start has a sunset, has an end. Now, if there is a need for
additional U.S. military support, we would probably be the first
ones to ask for it, and we always do through our support requests
with, also, NorthCom Joint Task Force North at the El Paso Cen-
ter, and they are a homeland defense, homeland security military
mission support to us. We are probably their best customers.

Senator GRASSLEY. All right.
Mr. Kutz, as we learned at last year’s hearing, your investigators

have been getting through CBP checkpoints with fake IDs consist-
ently since 9/11. This year they went between the checkpoints with
no need for identification. Three questions. Which of the two meth-
ods of sneaking in was easier, and which ones would be the most
attractive to terrorists or smugglers? In doing these investigations
over the years, you must have seen some changes in the methods
used to secure the border. Has it gotten easier or harder for inves-
tigators to get in? Has there been any significant progress?

Mr. KUTZ. With respect to bringing contraband or radioactive
materials into the country, it is clear that you would go between
portals. That would be the most efficient, effective way to do it. We
have actually done testing in the past, bringing radioactive mate-
rials into the country through the portals, and they worked.

So if you have radioactive materials and you go through a portal
monitor, it is going to go off and you are going to get a secondary
inspection. So if you are going to bring radioactive materials or con-
traband, it would seem that you are going to go between.

With respect to changes, as I mentioned, I do believe that there
has been progress on the side of human capital and with respect
to technology. As I mentioned, on the southern border we saw un-
manned aerial vehicles, we saw helicopters, we saw the Army Na-
tional Guard presence. And so from a human capital standpoint
and a technology standpoint, we have seen improvements.

But I think you are back to the original point with the Chair-
man’s question: is there sufficient human capital and technology
for them to achieve their mission at this point? I think that is a
serious question for the Senate and the Congress to address.

Senator GRASSLEY. Just to sum up, you still found it just as easy
to get into the country the way you determined to get into the
country, right?

Mr. KUTZ. Yes. Although this was a little different. In the last
two cases we did for this committee we went through the portals
with counterfeit documents. This time we just went between the
portals. But again, if you were coming in as an individual, those
are both ways you could get in. Again, there are other issues with
respect to using counterfeit documents that are beyond this hearing
today.

The CHAIRMAN. Thank you. Thank you, Senator.
Senator Salazar?
Senator SALAZAR. Thank you very much, Chairman Baucus and

Senator Grassley, for holding this hearing on this important issue.
Let me say at the outset, I want to thank the GAO for putting

the spotlight on this huge issue of our very broken borders. I think
that your investigation and your demonstration in the videos dem-
onstrate how exactly our borders are so porous.
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What I wanted to say, and I have some questions, but I think
part of what we have done is to appropriately, as we deal with the
whole issue of immigration, I think we have focused in on border
security. We need to fix our porous borders.

But I also think that the failures we have done as we tried to
fix our porous borders really are several-fold. The first is, I think
that it is a broader ideological issue, as Senator Baucus described,
that we have to deal with as we try to deal with the threats of ter-
rorism and trying to get a global response where we have an ideo-
logical consistency, and unity of purpose with respect to stomping
out terrorism, both to the north, to the south, and around our
globe.

But, second, I also think that there has been a disparity of focus
here in terms of the northern border and the southern border. I
think that your report here today demonstrates that huge dis-
parity. When I look at some of the information that I was review-
ing in preparation for this hearing, and I see that we have 11,986
agents on the southern border, 972 on the Canadian border, the
Canadian-U.S. border is, what, 5,000 miles, the Mexican-U.S. bor-
der is 1,900 miles, if I do the math, that is about a 24:1 ratio in
terms of the deployment of resources that we have to secure the
southern border versus the northern border.

And so it was, with that thought in mind, when we did the De-
partment of Homeland Security appropriations bill and there was
a $3.2 billion item for securing the southern border, I had an
amendment in there that said that those resources should be used
by the Border Patrol and DHS in the way in which we were also
focused in on the northern border.

My question to you, Mr. Colburn, is, you say that what you do
in the Border Patrol, I think your testimony was that you send
your resources of deployment to the most vulnerable areas on the
border. But when I look at what has happened since we have been
dealing with the issue of terrorism and 9/11 from 2001 forward,
where you have a Canadian Security Intelligence Service report in
2002 that says, with the possible exception of the United States,
there are more international terrorist organizations active in Can-
ada than anywhere in the world—than anywhere else in the world.

And we know that the Algerian terrorist, Ahmed Ressam, who
came in as the Millennium Bomber, was trying to come in through
the Canadian border with 100 pounds of explosives in his trunk,
and he was apprehended, fortunately. I think about this great vul-
nerability that we have to the north, and it seems to me that we
have this huge chasm in terms of the kinds of resources that we
are deploying to try to secure that northern border.

So what I want you to respond to me, is on this question. You
say the policy of our Border Patrol is to secure the most vulnerable
areas. Are we, in fact, doing that?

Mr. COLBURN. Thank you, Senator. Yes, we are. We are working
toward—as I said, I agree that there are vulnerabilities on both
borders and that we are working toward that, and we are
much——

Senator SALAZAR. How can you tell me—and I do not mean to be
argumentative here. I want to get to the facts here.

Mr. COLBURN. You mentioned the 12——
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Senator SALAZAR. Hold on. Hold on. Let me ask the question.
How can you tell me that we are securing our most vulnerable
areas, when we have a 5,000-mile border where the GAO just dem-
onstrated what it is you can do in terms of coming across with a
dirty bomb or any other kind of terrorist weapon that would do
harm to the people here in the United States? How can you tell me
that you are currently deploying the resources assigned to the Bor-
der Patrol in a way that is focused in on the vulnerabilities facing
this Nation?

Mr. COLBURN. As I mentioned earlier, it is a three-legged stool,
Senator. Part of it is manpower. As you said, it is a 12:1 ratio. Less
than 1 percent of all detected illegal activity occurs in those 4,000
miles, by the way, of the Canadian border versus 99 percent on the
southwest border.

Senator SALAZAR. Does that detection have something to do with
the fact that we have so few personnel assigned to the northern
border? Is there any correlation there whatsoever?

Mr. COLBURN. It is directly correlated with the amount of traffic
that we detect actually occurring along the border between the
ports of entry and how we deploy our resources to address those.
We also use technology. In fact, speaking of radiation, and having
been the former Director of Law Enforcement at the White House
for the Homeland Security Council, radiation was also a keen inter-
est of mine with the Homeland Security Council during the stand-
up at the Department of Homeland Security.

Senator SALAZAR. Let me just say, because my time is up. But
just to make this comment, as well as to share it with my col-
leagues on the committee. I very much understand the very, very
incredibly difficult task that we have of securing all of our borders.
It has to include not only our northern border, it has to include our
southern borders. It has to include our ports as well, and how we
deal with this issue is very important. It is not something that we
have yet figured out a way to do, and I hope that we are able to
do it here in our Nation’s Capitol, hopefully sooner than later.

And the second thing I just wanted to comment on, again, is I
very much agree with Senator Baucus’s comment that, at the end
of the day, when we are talking about the security of the United
States, it really is going to involve an ideological compact with our
neighbors, both to the north and the south, so that we can stomp
out those people who would want to come into our country to do
us violence.

Thank you, Mr. Chairman.
The CHAIRMAN. Thank you, Senator.
Senator Bunning?
Senator BUNNING. I have an opening statement I would like to

put into the record.
The CHAIRMAN. Without objection.
Senator BUNNING. Thank you.
[The prepared statement of Senator Bunning appears in the ap-

pendix.]
Senator BUNNING. It seems to me, Mr. Colburn, that you have al-

located the amount of people to the Canadian and to the Mexican
borders in direct relationship to the amount of people who are
crossing. Is that an understatement or is that a correct statement?
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Mr. COLBURN. That is a partial statement. It is the amount of
illegal activity detected, so it includes contraband as well, sir, and
the intelligence we get, as was all mentioned, the type of intel-
ligence that we share with our Canadian partners, who are here
with us today, as a matter of fact.

Senator BUNNING. Are we just talking about contraband or are
we just talking about illegal entry?

Mr. COLBURN. It is both. It is an all-threats issue, sir.
Senator BUNNING. All threats.
In the video that we saw and in the GAO report that we have

read—are you satisfied or dissatisfied with the results that you
have seen, Mr. Colburn?

Mr. COLBURN. Are you speaking of the results of the GAO find-
ings?

Senator BUNNING. Yes.
Mr. COLBURN. I am satisfied. As I said, I concur with them, actu-

ally.
Senator BUNNING. You are satisfied that your patroling of the

border was adequate?
Mr. COLBURN. No. I am satisfied that they were accurate in find-

ing that there are still vulnerabilities along our border. I agree
with that.

Senator BUNNING. All right.
Mr. COLBURN. And also with their suggestion that it is a

resourcing issue of the three-legged stool.
Senator BUNNING. Senator Baucus asked a very pertinent ques-

tion and did not get an answer. It was one about dollars and peo-
ple. We have made a very strong effort in the Senate to increase
the number of Border Patrol agents, increase the number of un-
manned vehicles, increase the wall, increase all the things that we
think are necessary to help you do your job. None of that has ap-
peared on the Canadian border.

Mr. COLBURN. As I mentioned, sir, as we speak, 200 additional
agents are en route to the northern border. We continue to in-
crease. We are also increasing in technology and, where needed,
along with our——

Senator BUNNING. That would amount to—you said 25 percent
are active per day. That would amount to 50 more people on over
4,000-plus miles?

Mr. COLBURN. We are not finished yet, Senator, so we will con-
tinue to increase as strategically deemed necessary.

Senator BUNNING. Have you asked for additional dollars?
Mr. COLBURN. I believe that within the Secure Borders Initiative

and our National strategic funding requirement is an increase in
the next budget cycle.

Senator BUNNING. In the next fiscal cycle, 2008?
Mr. COLBURN. 2008, and again in 2009, as we are already plan-

ning for.
Senator BUNNING. And the fact that the National Guard has

withdrawn some support from the southern border does not seem
to be affecting your effectiveness?

Mr. COLBURN. So far, not, because of the planning. From the day
that we were informed in May of 2006 that we would be gaining
additional—because we already had U.S. military and Department
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of Defense support on the southwest border and in certain places
along the Canadian border—that in addition we would get, through
Operation Jump Start, 6,000 mission support military personnel
from the National Guard Bureau, we also were instructed at that
time to begin planning for a 3,000—or half, roughly—draw-down or
reduction in the second year, so we have planned for that. So far—
and we watch this quite carefully and closely every single day and
we talk to our National Guard Bureau partners on this—we are
holding our own.

Senator BUNNING. Mr. Luongo, I would like to inquire, because
you talked about Canada and the 50 different worldwide terrorist
organizations attempting to enter from Canada. Do you know any-
thing about Mexico?

Mr. LUONGO. No, sir. I do not know much about Mexico. I think
the statistic was that there were representatives of 50 different ter-
rorist organizations seeking to enter Canada for asylum.

Senator BUNNING. Correct.
Mr. LUONGO. Or for immigration.
Senator BUNNING. You do not have any information as far as

Mexico——
Mr. LUONGO. No, Senator, I do not.
Senator BUNNING [continuing]. And the terrorist threats that

might be coming across our southern borders?
Mr. LUONGO. No, no. For the preparation for this hearing, Sen-

ator—border security and border control is not my specialization,
and so we tried to just focus on the northern border for this hear-
ing.

Senator BUNNING. On the northern border only.
Mr. LUONGO. Yes.
Senator BUNNING. Would the GAO have any more information

about terrorist organizations that might be active in Mexico and
trying to enter from the southern border?

Mr. KUTZ. No, Senator, we do not.
Senator BUNNING. You do not.
How about the Border Patrol?
Mr. COLBURN. Speaking less than classified, we consider it a con-

stant threat that those who would want to do harm to this country
would, in fact, use the organized crime groups that traffic in people
and contraband to this day on the southwest U.S. border.

Senator BUNNING. So that would be a much more concentrated
group on the southern border than the northern border.

Mr. COLBURN. The issues are different. As we all know, 90 per-
cent of all the population of Canada resides within 100 miles of the
border with Canada and the U.S. Those sleeper cells, to call them
that, or groups that might support terror or terrorism against the
free world that reside in Canada are watched carefully by our part-
ners, and we watch them as well.

On the Mexican border, it is those who would utilize that terri-
tory, that land to traverse in order to make entry between ports
of entry on the southwest border between California and Texas,
utilizing well-organized criminal groups that typically move what-
ever the market will bear—people and contraband.

Senator BUNNING. My time has expired.
Thank you, Mr. Chairman.
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The CHAIRMAN. Thank you, Senator.
Senator Snowe?
Senator SNOWE. Thank you, Mr. Chairman. I, too, would like to

include my statement in the record.
The CHAIRMAN. Without objection.
[The prepared statement of Senator Snowe appears in the appen-

dix.]
Senator SNOWE. Thank you, Mr. Chairman. This is obviously, I

think, deeply disturbing news, as underscored by the GAO inves-
tigation, in these multiple intrusions and the fact that the northern
border is understaffed and undermanned. We are facing a con-
fluence of issues merging over this next year, with 100-percent
checking at the borders, at the manned borders.

So we have seen tremendous backlogs already in the days in
which it has occurred, and I know that it is going to begin occur-
ring, perhaps on a daily basis, starting in January. So on one hand,
you have that problem. On the other hand, you have the unmanned
areas as well.

I have not heard from you, Mr. Colburn, exactly what is your es-
timate for additional personnel that would be required to safely se-
cure the northern border. In both instances, obviously, to ease the
congestion that will occur over these 100-percent checkpoints,
which is going to be a major problem for border communities, as
understaffed as they are. Then on the other hand, the numerous
areas which are unmanned, obviously what has been disclosed by
these intrusions that were not detected by your agency.

Mr. COLBURN. Thank you, Senator. Just to make note, I hope to
visit Maine in the very near future. It will be the last and only sec-
tor of the 20 sectors that the entire United States is geographically
divided into that I will not yet have visited or worked in. I have
been everywhere. My forefathers come from Maine.

I met 2 days ago with Chief Joe Melia, the chief who has the en-
tire State of Maine sector, and approximately 100 Border Patrol
agents who are assigned to him. We intend to add in the coming
years veteran, qualified personnel who have been first exposed to
the complexities and difficulties of Immigration and Customs laws
and trafficking that occur at such a high rate on the southwest bor-
der, making them the most veteran, most experienced personnel,
when it comes to police work, in the entire world. We wiil place
those hand-picked persons on the northern border over the next
few years until we feel that we have sufficient manpower, along
with tactical infrastructure and technology, including UA sys-
tems—unmanned aerial systems for elevated aerial platforms—as
well as the manned ones, to finally secure and get operational con-
trol of the northern border, along with our Canadian partners who
work hand in hand with us, because they, too, do not want this on
their watch.

That said, I do not know an exact number. That changes as the
transit anomalies and the intelligence dictate. But we do intend to
increase staffing in Holton, ME. I just spoke 2 days ago with Chief
Melia on that, and met with him.

Senator SNOWE. Well, I appreciate that. I appreciate the fact that
you will be visiting Maine. I think that obviously there are a num-
ber of problems, and I am sure it is replicated across the northern
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border, as we have seen disclosed by the GAO investigation. It
truly is troubling.

I read in your statement, you mentioned the fact—a couple of
things. One is that the Customs and Border Patrol spokesman
downplayed, at least according to this news report this morning,
the findings that raise the possibility that the agency detected
GAO’s intrusion, but determined it was not a threat; even if the
GAO did not see somebody there does not mean there is no obser-
vation.

Now, you mention in your own statement that you determine
whether or not it is an actual threat. How do you determine that?
For example, the person with the duffel bag who comes across the
border who was not detected. How do you determine whether or
not that individual is a threat?

Mr. COLBURN. We depend on the experience and training of our
individual law enforcement deployed Border Patrol personnel to
make that independent, oftentimes working alone, field judgment
on what they perceive as a risk or threat, like any other police offi-
cer, or investigator, or special agent would do, especially when
dealing with the masses of people that we deal with on a daily and
annual basis.

As I said, there were nearly a million people who were not suc-
cessful in crossing both borders this year. Speaking of weapons of
mass effect, 2 million pounds of marijuana is a weapon of mass ef-
fect that we prevented from happening this year along the border.
I also would like to say that there is no other law enforcement
agency in the world, per capita, per day of deployments, that
makes more arrests than the U.S. Border Patrol, none in the world.

That is why we are high draft choices for the DEA, ATF, ICE,
FBI, because they want our experienced personnel who make lots
of arrests and have that good cop gut feeling to determine what is
a threat and what is not a threat. We have to depend on that.
Working with our Department of Energy partners in trying to re-
solve the 6,000 miles of border detection challenge with radiation,
for instance, they have not been able to come up with an idea that
would detect a portal that is 6,000 miles wide.

So the portals are at the ports of entry. We have detection de-
vices at checkpoints in the interior of the United States. Agents
carry detection technology on their gun belts, actually. But we do
not have a 6,000-mile portal solution yet. We are working closely
with our Department of Energy partners and the other partners in
trying to find a way to secure the border, even that way.

Senator SNOWE. But I am not clear on how you would know
whether or not what was in that duffel bag posed a serious
threat—that could contain radioactive material—if no one was
around. That is what I do not understand. What is the criteria? If
no one is around, there is no equipment, how do you determine
whether or not what was in that duffel bag posed a serious threat
to our Nation’s security, such as radioactive material, for example?

Mr. COLBURN. When we detect activity along the border and ille-
gal entry——

Senator SNOWE. Well, can we speak to this issue? Because that
is what I would like to know. I would like to have the GAO re-
sponse. I want to be clear on this, because I think this is obviously
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a significant issue to this country. So I would like to have the GAO
respond as well. But Mr. Colburn, go ahead.

Mr. KUTZ. Let me have Mr. Cooney add to that. But it depends
on how you define ‘‘detected,’’ too. Because in the one case, for ex-
ample, we stood and waved to the cameras, basically, and waited
about 15 minutes, and then several minutes later—Mr. Cooney,
why don’t you respond on that?

Mr. COONEY. Yes. They would never have detected us coming
through unmanned or unmonitored checkpoints. It was very easy
to do that. When we did come across the portal that was unmanned
during the evening hours, we did hang around. We wanted to see
how long it would take for them to respond. They did respond.
They waited for us down the road, and the Border Patrol agent did
a very good job of coming up and identifying himself, and he satis-
fied himself that we were no threat. So I concur with the Border
Patrol on that issue, where they can make a determination based
on who they are approaching.

But the other issue that you want to address about the red duffel
bag, if you are going through an unmonitored area or an unmanned
area, there is no way that they are going to be able to identify that.
That border is so long, frankly, the security on that border has
really not increased too much since the French and Indian War.

Mr. KUTZ. Yes. Senator, the only places where they can identify
radioactive material crossing the border are the radiation portal
monitors, and we tested those last year. We actually went through
those with radioactive material and sounded the alarm, and that
got us a secondary inspection. Now, in those particular cases we
then beat the human capital side with counterfeit documents,
which I believe they have addressed at this point. So, again, I
think the only places that the radiation will be detected are those
portal monitors that we are aware of.

Senator SNOWE. Thank you.
The CHAIRMAN. I would like to ask Mr. Luongo, how easy is it

to make a dirty bomb? Second, what is the effect of the detonation
of a dirty bomb? Say I am up in Canada and I want to make a
dirty bomb. How easily can I do so?

Mr. LUONGO. It is really just a radioactive source, and there are
hundreds of thousands of radioactive sources. Some, for example,
that you have in medical machines are maybe an inch around and
a foot long. If you wrap dynamite around that and you explode it,
or if you take cesium, which is used in a powdered form when it
is delivered to medical facilities, and you wrap an explosive around
it and you explode it, you will disperse radioactivity.

The CHAIRMAN. And what is the effect of an explosion?
Mr. LUONGO. Right. It is not like a nuclear weapon. You are not

going to flatten a neighborhood and you are not going to sear peo-
ple’s shadows into the sidewalk. What you are going to do is, you
are going to contaminate them with radiation and contaminate all
the buildings with radiation, and so, until you can decontaminate
that area, it is going to be essentially unusable.

You have to make a certain distinction between which radio-
logical element you are using. Some, like cesium or cobalt, have
gamma properties, which means they go through the walls, go
through lots of barriers. Others that are alpha, like polonium—this
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was used against the Russian guy in London who was killed—can-
not get through your skin, but, if they are ingested, they can de-
stroy you from within. So, there are different ways.

The CHAIRMAN. But it is easy? It is not difficult?
Mr. LUONGO. I have not done it, Senator. I do not know how easy

it is.
The CHAIRMAN. Could you, based upon what you know, think you

could assemble one?
Mr. LUONGO. Probably, if I really put my mind to it. I think you

could do it, yes.
The CHAIRMAN. All right.
I would like to ask a couple of questions along the lines Senator

Snowe asked of you, Mr. Colburn. You say you deploy your re-
sources depending upon the threat. But it sounds to me like that
threat is essentially based upon crossings and materials and so
forth that you know of historically.

But the problem here is, as the GAO folks point out, there may
not be an awful lot of crossings across the northern border, but the
vulnerability is obvious. So my question to you is, will you now re-
assess your threat, since it is so easy to come across the border,
even though there have not been a lot of border crossings, manned
or unmanned, that you are aware of?

Mr. COLBURN. We reassess the threat on a daily basis.
The CHAIRMAN. No, no. That is not my question. Are you going

to reassess it and redeploy personnel based upon the vulnerability
of the northern border?

Mr. COLBURN. We already knew this, Senator. This is not a sur-
prise report to us. So we——

The CHAIRMAN. If it was not a surprise, why have you not done
something about it?

Mr. COLBURN. We are doing it, Senator.
The CHAIRMAN. What are you doing? Concretely, Mr. Colburn. I

know you work for the government and you have to protect yourself
and all your answers have to be couched in all kinds of words and
generalities, and so forth. I understand that. But it is also very
frustrating. Here we are in the Congress, trying to get some spe-
cific answers, and you are protecting yourself. We are protecting
our citizens, and we need some specific answers to do that.

You have not been very specific, to be honest. You have been
avoiding a lot of questions that have been asked. You avoided Sen-
ator Salazar’s questions, you have avoided Senator Snowe’s ques-
tions, you avoided my questions. Frankly, your testimony has not
been satisfactory, has not been candid.

I do not get the sense that you really care about this. I do not
get the sense that you really deeply understand it. I do not get the
sense, by gosh, you are going to really do something about this. I
do not get that sense, to be honest about it. I just do not get it.
So what are you going to do now, based upon this clear threat
along the northern border?

Mr. COLBURN. First, I think it is important for the American peo-
ple, anyone who may be viewing, and you Senators, to know that
I take this very seriously. In fact, I am in my 30th year in the U.S.
Border Patrol as a sworn law enforcement officer. My father did
this before me, my grandfather.
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The CHAIRMAN. I do not question your patriotism. I do not ques-
tion your loyalty to America. I am asking the specific question:
what are you going to do specifically?

Mr. COLBURN. We have a national strategy and we depend heav-
ily on the chiefs of those sectors along the northern border, as well
as the southwest border, coastal and marine, to give us their re-
quirement to incrementally bring operational control to the entire
U.S. border. We are not there. We are getting there. We are getting
there faster now, I am pleased to say, than I have ever seen in my
29-plus years in the Border Patrol. It is thanks to you, the Finance
Committee, as well as the House, continuing to resource us toward
that end in a much more rapid fashion.

Senator Kyl, for instance, has been along the border with me on
numerous occasions since the mid-1990s and really gets the border
challenges and the border situation, and I thank him for his sup-
port. I thank the Senate Finance Committee as well for your con-
tinued support. We are getting there. We are bringing manpower,
we are bringing UAS systems, unmanned aerial systems, un-
manned aerial vehicles. We are bringing aircraft, we are bringing
boats, and we are bringing more manpower and sensing systems.

We have a $20 million sensing system going up in Detroit in the
very near future as a start with our Secure Border Initiative, sup-
ported through the Secretary’s office with the Department of Home-
land Security.

I think I have been very candid with all of you, and it is my call
to you as a taxpayer and as an appointed government official of
nearly 30 years, and as a voter, that we continue together to work
towards border security. As I said, and I will say it quite frankly:
GAO, tell me something I do not know. We know this. We have
been telling you this. As I said, the Senator from Arizona, Senator
Kyl, has been with me on numerous occasions to the border. Our
request to you is, please continue to support us in resources so that
we can gain operational control of the border.

I think that I have answered every question very well, and I in-
vite all of you down to join us as well along the border. We host
people all the time, and we would be happy to show you the bor-
ders, see it for yourselves, see the challenges and talk to us about
how we overcome those challenges.

We are not there yet. I have eight grandchildren and——
The CHAIRMAN. I do not have grandchildren yet, but I am looking

forward to it.
Mr. COLBURN. They ask me if we are there yet all the time.
The CHAIRMAN. That is right. You have a very challenging job,

Mr. Colburn. Very challenging. We will help provide the resources.
Mr. COLBURN. Thank you very much.
The CHAIRMAN. But I ask you to dedicate more of your time and

resources and efforts to address this problem that has been so ex-
posed today.

Senator SCHUMER. Mr. Chairman?
The CHAIRMAN. The Senator from New York.
Senator SCHUMER. Thank you. I apologize for not being here. It

is an issue of great concern to me. Our border is not as long as
Montana’s is on the northern border, but it is still pretty long, with

VerDate 11-MAY-2000 14:22 Aug 07, 2009 Jkt 000000 PO 00000 Frm 00028 Fmt 6633 Sfmt 6633 50945.000 SFIN1 PsN: SFIN1



25

waterways and lots of people crossing. I had the mark-up of a bill
I have in Judiciary.

I just want to say this, Mr. Chairman. I want to thank you. I will
be very quick. I want to thank you for, first, asking for this report.
I just want to say to all of the witnesses here, it is extremely trou-
bling. Extremely troubling. We have seen, crossing the Buffalo bor-
der on occasion, terrorists. We have seen—on an unguarded border,
even by Indian reservations and other things, the St. Regis Mo-
hawk—real problems. We have seen the inadequate patrols on
Lake Ontario in terms of the Coast Guard and everything else.

So this report highlights a serious problem and I, for one, think
that probably nothing we do would be more important than trying
to correct it, and I want to pledge myself to you, Mr. Chairman,
to work with you, and work with all of you to see that that be done.
We cannot skimp on resources here. We can spend $200 billion on
the war in Iraq and we do not put the resources here. You cannot
play offense and not play defense when there is a war on terror
going on, and that is what we are doing, and that is what the re-
port shows.

So I thank my colleagues. I am sorry I could not be here, but I
am very interested in what has happened.

The CHAIRMAN. Thank you, Senator, very much.
I thank all of you who testified here today. I also want to par-

ticularly thank GAO. You do a great job. It is your third-party,
independent organization that we rely on very heavily, and the
American people do, too, and I just want to thank you very much
for your work.

Mr. KUTZ. Thank you.
The CHAIRMAN. The hearing is adjourned.
[Whereupon, at 11:28 a.m., the hearing was concluded.]
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