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IRS OVERSIGHT “TAXPAYER BEWARE:
SCHEMES, SCAMS AND CONS”

THURSDAY, APRIL 5, 2001

U.S. SENATE,
COMMITTEE ON FINANCE,
Washington, DC.

The hearing was convened, pursuant to notice, at 10:25 a.m., in
room 215, Dirksen Senate Office Building, Hon. Charles E. Grass-
ley (chairman of the committee) presiding.

Also present: Senators Murkowski and Baucus.

OPENING STATEMENT OF HON. CHARLES E. GRASSLEY, A U.S.
SENATOR FROM IOWA, CHAIRMAN, COMMITTEE ON FINANCE

The CHAIRMAN. Thank you all very much for your patience while
the Senate casts the two votes of this task. Normally, it would be
my practice to start the hearing and to have the hearing go on with
Senator Baucus and myself alternating as chairs to keep the hear-
ing going.

We are here today to talk about a growing problem, hundreds of
thousands of Americans who are participating in or considering
participating in tax scams. Tax scams are as old as our tax code.
The Internet is giving them a thriving new life. The number of par-
ticipants in these tax scams is growing like a weed.

The Internet, of course, is greatly helping that growth. The Inter-
net gives these tax con artists the unprecedented ability to reach
out to millions of households very cheaply and very easily. We will
hear testimony today that tax scams are not limited by income or
geography.

Through the Internet, the con artists are making their pitch to
Americans of every income level and targeting individuals through-
out our country. For example, my own State of Iowa reports that
it has seen record levels of scams and abuse in related areas of se-
curities fraud.

This hearing will give the American people a better under-
standing of the snake oil that these hucksters are selling. We will
hear about the old style scams, such as pure trusts, constitutional
trusts, compensation for slave descendants, even setting up your
own church. All of these are being put into new bottles and sold.

Let me be very clear that the focus of this hearing is solely on
those tax schemes that are wholly outside the tax laws. This hear-
ing is not about the gray areas of the tax law that have been re-
ferred to as corporate tax shelters. This is certainly a very impor-
tant topic. And that important topic is one that the committee will
be reviewing and addressing later this year.
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As important in educating the American people to be aware of
these tax con artists is, of course, reviewing the IRS’ response to
Internet-based tax fraud. Some of the bad apples claim that they
must be right because the IRS has not caught them.

I am worried, of course, about claims that the Internal Revenue
Service is a dog that does not have a bark or perhaps is not bark-
ing enough about this Internet tax fraud. So I think the agency
must be active in this arena, catching these hucksters early before
they have time to sell their wares because an ounce of prevention
is worth a pound of cure, to be true here.

Of great concern are those promoters who are encouraging em-
ployers not to withhold income and payroll taxes for their employ-
ees. These employees are put in a terrible position, having to
choose between the tax man and their jobs. That is not right and
it should be a top enforcement priority of our Internal Revenue
Service.

The agency should have active enforcement in this area. I think
the agency can perform its critical enforcement duties while still
giving the taxpayers protection that the constitutional laws allow.
This is the same, if you stop to think of it, that police departments
across the country are able to successfully perform their duties
while balancing the needs to protect citizen’s rights.

The IRS, tax experts, and we in Congress, all have a duty to en-
sure that taxpayers do not listen to the sirens’ song of the tax con
artist, and even better, that taxpayers do not even hear the song
in the first place.*

Now, to Senator Baucus.

OPENING STATEMENT OF HON. MAX BAUCUS, A U.S. SENATOR
FROM MONTANA

Senator BAUCUS. Thank you very much, Mr. Chairman. Obvi-
ously, this hearing is very important. We have a problem. Eleven
days from now on April 16th, most Americans will have filed their
Federal tax returns. All told, they will pay about $1.1 trillion in in-
come taxes at the very time we are debating the $2 trillion budget.

We could have a larger tax cut, prescription drug benefits, pay
down the debt more quickly, and pay for other priorities simply by
cracking down on these six-figure tax cheats. They are costing the
government and the American people approximately $200 million
a year.

In return, honest, hardworking taxpayers have a right to expect
many things in exchange for their compliance. One of the most
basic is fairness. We all understand that people do not like to pay
taxes. Nobody does. But they especially do not like paying someone
else’s taxes. And that is exactly what happens if our tax system al-
lows folks to cheat on their taxes and get away with it.

Unfortunately, there is evidence that cheating is becoming in-
creasingly common. I was struck awhile ago this month when I was
walking through an airport on my way back home to Montana. I

*For more information on this subject, see also, Joint Committee on Taxation staff report,
“Overview of Present Law Relating to the Innocent Spouse, Offers-In-Compromise, Installment
Agreement, and Taxpayer Advocate Provisions of the Internal Revenue Code,” April 5, 2001,
JCX-22-01.
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saw a copy of a Forbes magazine headline, “How to Cheat on Your
Taxes.” I can tell you, that caught my eye. [Laughter.]

I mean, as a ranking member of the Finance Committee, I
thought, hey, I had better learn about that. I better get that article
and read it and see what is going on. And so I did.

Now, there are articles and there are articles. And you have to
take everything you read with a grain of salt. But I was stunned
by this article. I have a hunch that it is at least on the mark in
terms of being on the right track. It may not be totally accurate,
but it is clearly on the right track.

The article tells about more and bigger tax shelters than before,
Caribbean tax havens, use of sham trusts, websites that promote
outright tax fraud and the steady growth in the garden variety
under reporting.

It is a problem, a big problem. If it persists, the average taxpayer
who is playing by the rules and paying his or her share, will feel
like a chump. Support for our system based on a largely voluntary
system of reporting will deteriorate if not collapse.

Today’s hearing gives us a chance to get a better understanding
of this problem and the most significant forms of tax evasion. Why
are they growing so rapidly? Most importantly, what can we do
about it? How do we stop it?

Nobody loves the IRS but we have to give it the tools to do the
job. Otherwise, the vast majority of honest taxpayers who are
grumbling, but paying their fair share, are paying higher taxes
while someone is getting a free ride.

One last point, we certainly have to have balanced here. You all
recall that a few years ago, we were very concerned about an over
zealous, sometimes abusive IRS. Hearings were held right here on
that point.

Now, the pendulum has swung I think a bit too far in other di-
rection. We are concerned that at least in some cases the IRS
should be doing more than it now is. Of course, we should react,
but we should not over react. We should figure out how to crack
down on tax cheats and illegal shelters without posing unnecessary
burdens on the average, hardworking, honest taxpayer.

I hope this hearing helps us to get this problem resolved. Thank
you, Mr. Chairman.

The CHAIRMAN. I call on Senator Murkowski.

OPENING STATEMENT OF HON. FRANK H. MURKOWSKI, A U.S.
SENATOR FROM ALASKA

Senator MURKOWSKI. Thank you very much, Mr. Chairman. I
look forward to our expert witnesses. I think this is long overdue.
And as a consequence, the realization that here we have in Amer-
ica an industry on the Internet whose sole goal is to rip off the
American taxpayer.

I do not mean the people who pay their money to these scam art-
ists on the phony ways to avoid paying taxes. But the people being
ripped off to a large degree are honest Americans who will be
struggling this weekend and probably next weekend to fill out their
tax forms and pay their taxes.

Now, as a former banker, my observation is a little naive out
there. But nevertheless, the realization is in the figures. By one es-
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timate, sham trusts and other schemes are costing the Treasury as
much as $300 billion a year. That is an astounding figure, Mr.
Chairman.

And you know at this very moment on the Senate floor, what we
are engaged in as a historic debate on whether we can return $1.6
trillion of the surplus to honest, taxpaying Americans over the next
10 years.

If we could just rip out these tax scams, we could afford to return
not $1.6 trillion, but $4.6 trillion back to honest American tax-
payers over the 10 years. Just think about it, $300 billion a year
is what this is costing.

Now, what I do not understand is if there are hundreds of
websites advertising and promoting these phony schemes to avoid
paying taxes, why hasn’t the IRS, why hasn’t the FBI, why hasn’t
the Department of Justice established a specific strike force to shut
down and prosecute the operators of these sites?

Now, here is a website that I picked up the other day, it claims
that it can teach you how to legally eliminate the Form 1040 in-
come tax and keep 100 percent of the money you earn. Think about
that. People are buying this evidently. Now, if this claim is true,
then every American certainly would have figured it out.

But we know it is not true. Yet, the site continues to operate
openly and blatantly. Why? Mr. Chairman, if a website advertised
legal heroin, legal cocaine, is there any doubt that the FBI and the
DE% would have thoroughly investigated and prosecuted the opera-
tors?

The basic question that I want answered is why hasn’t law en-
forcement been more aggressive in prosecuting these scams? And
what type of resources do we really need to aggressively crack
down on these frauds?

I do not know who said it, Barnum and Bailey, you can fool some
of the people some of the time, but not all of the people all of the
time.

Senator BAucusS. I think President Lincoln.

Senator MURKOWSKI. Well, in the second round, it was Barnum.
That is close enough.

This has turned into a circus obviously. Thank you, Mr. Chair-
man.

The CHAIRMAN. We thank you, Senator Murkowski.

Our first panel here is going to discuss these Internet connec-
tions. And they are going to do it from the standpoint of some of
them as participants, some of them as combatants.

We have Aaron Bazar, computer engineer, North Potomac, MD,
involved with the Institute of Global Prosperity, in a tax scam, lost
$8,000, now operates a website that alerts consumers to the Global
Prosperity scam.

JJ MacNab, Ms. MacNab is an insurance analyst and certified fi-
nancial planner, a fervent tax scam watchdog who monitors the
Internet for newly formed trust scams.

Then, Robert Sommers, an attorney in San Francisco, special-
izing in tax law, operating website www.taxprophet.com, and
writes a biweekly tax column in the San Francisco Examiner.

Then, Jay Adkisson of Irvine, CA, an asset protection attorney
and investment advisor, also started quatloos.com.



Mr. Adkisson.

The CHAIRMAN. A website devoted to warning consumers about
various tax and financial fraud.

Finally, our panel has Joseph G. Hodges, Jr., attorney and sole
practitioner from Denver, speaking on his behalf today, a member
of the American Bar Association, Real Property Probate Trust Sec-
tion, the American College of Trust and Estate Counsel. Like other
witnesses, Mr. Hodges seeks to educate consumers of trust scam
artists.

We will go in the order in which I introduced you.

Mr. Bazar.

And then, we will have questions after everybody has testified.
Also, let me state an administrative matter. If you have longer
statements than your 5-minute presentation, those statements will
be included in the record without your asking permission. If you
have supplemental material that is not too great of an extent, it
will be included as well. Otherwise, if it is larger, it will be received
for our files.

And the red light, it does not mean that you have to stop right
at the red light, but try to at that point summarize very quickly
to make your last couple of points.

Mr. Bazar.

STATEMENT OF AARON BAZAR, COMPUTER ENGINEER AND
WEBSITE OPERATOR, NORTH POTOMAC, MD

Mr. BAZAR. Thank you, Mr. Chairman. Good morning, Senators.
Thank you for inviting me to speak today. It is an honor to be here.
Last year, I lost approximately $8,000 in 4 month’s time in a pyr-
amid scam propagated over the Internet.

It all started when I received an unsolicited, bulk e-mail message
for a business opportunity. The e-mail said that I could make thou-
sands of dollars and learn how to legally eliminate taxes. Four
months later and not a penny richer, I discovered that this busi-
ness had cease and desist orders in many States.

I was already disenchanted with the group because I felt that
what they were teaching was not quite right. In addition, nobody
I knew was actually making the money, except the person who ini-
tially brought us into the pyramid.

So I asked for a refund. When that did not work, I tried to get
the authorities involved to put a stop to this fraud. Finally, after
that did not work, I started my own website to warn the public.

The site has received tens of thousands of visitors over the past
year. And I am positive that the site has helped many people from
getting scammed, a job that the IRS, FBI, and FTC, as well as the
State attorneys general are all failing miserably at.

Our government’s lack of enforcement is precisely the reason
why pyramid attacks and evasion scams are flourishing on the
Internet today.

When I first joined the Institute of Global Prosperity, I had never
even heard of the freedom movement. And I knew very little about
tax protesters. I was just in it for the money.

It seemed like such a good idea at the time. I mean, who would
not want to work from home, make thousands of dollars a week,
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and learn how to legally stop paying taxes just like the wealthy
elite of our country.

One reason these groups are so successful is that they pry on
those who already distrust the government. These people are all
too willing to believe the misinformation on the Internet and in the
teachings of these groups. However, if they are like me and have
no anti-government inclinations, then the con men do their best to
reeducate you.

They drill ideas into new recruits like the government spies on
us, we are tracked by our Social Security numbers. They will say
things like the 16th amendment was never ratified. So taxes are
illegal.

They will explain to you how paying taxes is voluntary because
the IRS tells us so, right in the tax code. So you can just choose
not to pay. Or that the Federal Reserve is run by the ultra wealthy
and they illegally create money.

The majority of citizens in the country know that the tax system
is completely unfair and benefits the wealthy. When somebody tells
you that you can just leave the system by using special, get out of
tax free forms in lieu of a 1040, it sounds too good to be true.

When you are then shown in your 1040 instructions exactly
where it says that filing taxes is voluntary, you start to wonder.
And then, finally, when you see many other people who have
stopped paying taxes completely using these documents, you are
sold.

Senators, I have never heard of the IRS stopping any of the thou-
sands of people who are using these methods to evade paying
taxes. And believe me, I have looked. If Americans are really obli-
gated to pay Federal income taxes, why does the IRS allow these
people to continue selling these products? And why are they not
prosecuting those who are using them?

The IRS encourages the tax protester movement by their lack of
enforcement. I have a better chance of being audited because I sent
in a 1040 and pay my taxes honestly. Those who do not follow the
1040 seem to be getting away with it.

Let me get back to the Internet. Most scams on the web today
employ the use of unsolicited bulk e-mail, otherwise known as
“spam” to recruit people and their products. In my opinion, spam
is truly the root of all evil on the Internet.

No legitimate company uses spam to advertise, only pyramid
schemes, pornography sites, stock market scams, and other illegit-
imate businesses use spam. Spam cost consumers billions of dollars
a year based on recent studies.

I know that there are already bills in Congress that are address-
ing the spam issue. And I hope it becomes illegal to send out these
unsolicited, commercial e-mail. It will save the country billions of
dollars paid by consumers and it will help prevent these pyramid
and ponzi schemes from spreading as fast as they are.

If you have any doubts about how far reaching the problem is,
I suggest that you check your private e-mail accounts. The chances
are good that you will have e-mail with lines like “make $2,000 to
$5,000 per week from home or eliminate credit card debt or legally
reduce your taxes.”
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These are e-mails sent out by IGP and other groups like them.
If you have not received e-mails like these, then you soon enough
will. It is only a matter of time. My website has many samples of
the spam that IGP sends out. And if you are interested, it is
www.global-prosperity.com.

If somebody wants to steal from people, the Internet is the place
to do it. The chances of getting caught, in my opinion, are virtually
nil. IGP has been stealing from people for 5 years now without any
repercussions. They ignore cease and desist orders because they
know they can get away with it.

After I was scammed, I dutifully reported Jeff Seigal, the IGP
agent, who ripped me off. I reported him as well as other IGP lead-
ership to my State attorney general, the State attorney general of
New Mexico, the GBI, the FTC, and anybody else who might listen.

I also contacted the Massachusetts attorney general’s office be-
cause IGP’s drop box was located there. And I also contacted the
attorney generals in Washington State and Oregon. Nothing hap-
pened.

When I spoke to the various attorneys general’s offices, they told
me things like they had no money, it was the other States’ prob-
lem, or it is the FBI’s jurisdiction because IGP crosses State lines
or it was a securities issue.

At least, the Maryland attorney general’s office was honest with
me. The officer there said that nothing was going to be done.

The CHAIRMAN. I imagine it is a tough spot.

Mr. BAZAR. Yes. I will finish up. I am about done, Mr. Chairman.

The CHAIRMAN. Please, go ahead.

Mr. BAZAR. I guess my point is that the Internet is a great place
to be a criminal because you will not get caught. If you are a tax
protester, there has never been a better forum to get your message
out and make money too.

I think I can stop there.

The CHAIRMAN. Thank you, Mr. Bazar.

[The prepared statement of Mr. Bazar appears in the appendix.]

The CHAIRMAN. Ms. MacNab.

STATEMENT OF JJ MacNAB, INSURANCE ANALYST, CERTIFIED
FINANCIAL PLANNER, AND WEBSITE OPERATOR, BETHESDA,
MD

Ms. MACNAB. Good morning, Mr. Chairman and members of the
committee. Roughly, 2% years ago, I received a telephone call from
a charity, a client of mine. They had just seen a presentation about
something called a pure trust and wanted to know whether this re-
markable sounding strategy might be beneficial for their donors.

The promoters guaranteed that anyone who placed their business
and personal assets in this plan would never pay taxes again. From
the charity’s point of view, this meant that their donors would have
much more after-tax income to donate to charity.

I started to research the pure trust. And I turned to the Internet
for information. I found literally hundreds of websites promoting
this concept. And after considerable digging, I finally located the
notice from the IRS that they had issued in 1997, warning tax-
payers that this particular planning tool was a sham that offered
no tax benefits whatsoever.



8

Over the past 2V% years, I have continued to keep a close eye on
this industry. And from what I have seen, there are two main types
of tax cheaters out there. There are those that cheat in small ways.
I will refer to them as “detail cheaters.” And then, there are those
that cheat by trying to reduce their income and estate and capital
gains taxes to as close to zero as they possibly can. I will refer
them as “big picture cheaters.”

Detail cheaters might include someone who over inflates their
home office deduction or who exaggerates the value of an auto-
mobile given to charity.

The second group, the big picture cheaters, generally fall into
three distinct categories. There are tax protesters—they have been
around for years—sham trusts, and offshore ventures. And the
Internet has proven to be very fertile ground for the big picture
cheaters.

Prior to the Internet, only the very wealthy were offered com-
plicated schemes to reduce taxes, and then, they were usually
charged exorbitant fees in the process.

Now, anyone with a modem and a computer can play the games
that were once limited to the wealthy. The problem is these mass
market people do not have the sophisticated advisors to tell them
which schemes work and which schemes do not.

The growth rate for the online tax evasion industry is phe-
nomenal. And unfortunately, right now, there are no dampening ef-
fects on this growth. To the average consumer, the IRS is prac-
tically invisible. And when you hear stories about friends and
neighbors and e-mail correspondents who have gotten away with
tax evasion for years and in some cases decades, the risk of audit
begins to feel negligible.

In the past couple of weeks, there has been a lot of talk about
the IRS using matching software to compare income from various
sources with tax returns. To me, it would appear that such mathe-
matical research is hunting for detail cheaters only.

As long as the big picture cheaters are effectively paying zero in
taxes, all this time and money spent on small tax discrepancies is
relatively fruitless. Right now, the online tax evasion industry is
still relatively small. Most taxpayers out there are honest and eth-
ical. And they use common sense to determine whether the advice
they are receiving is good or whether it is a scam.

But the online tax fraud is growing so quickly, it is almost im-
possible to keep track of it. Now is the time to put a stop to it while
it is still comparatively small. But stopping this industry in their
tracks does not appear to be a goal right now of the IRS.

The promoters are not hard to find. As an exercise, I put aside
2 hours of uninterrupted time to see what kinds of things I could
find by browsing on the Internet. To summarize, in 2 hours, I
looked at 28 websites promoting questionable tax products and in-
formation.

I found multilevel marketing schemes offering everything from
anti-snoring devices to constitutional products side by side. They
guaranteed to remove all your assets and income from any future
taxes.

I found a church selling church charters for $300 so that you can
“free your church, yourself, your business from undue tax burden.”
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I found numerous forms of offshore trusts, offshore international
business companies, and offshore private banks.

And perhaps, the most disturbing item was the website from a
group whose founders were investigated by the criminal investiga-
tion division and who were arrested this last February. This would
actually be Mr. Bazar’s ex-group. And despite the arrests, more
than a month ago, the websites and therefore their businesses are
still up and running.

And this brings me to my main point. While the IRS’ stated mis-
sion may be to better serve their customer, the taxpayer, it would
seem to me that the customer would be best served if the IRS
stopped these promoters as quickly as possible. Their undercover
investigations often take more than 2 years to complete. During
this time, the promoters are bringing in potentially thousands of
new marks.

And as I said earlier, the promoters are not difficult to find. They
are not hiding what they are doing. Almost every website I found
in my 2-hour search included the name, address, and phone num-
ber for the promoter. All but one was located in the United States.

And they do not just exist on the Internet. They are in in-flight
magazines, on radio talk shows. They take out full-page ads in
USA Today and the Washington Times. There is actually an exam-
ple on a chart on the side here. This ran I believe three times in
major publications.

They are practically begging the IRS to review their products.
And unfortunately, the IRS’ silence is being interpreted as permis-
sion to continue.

Thank you very much.

The CHAIRMAN. Thank you, Ms. MacNab.

[The prepared statement of Ms. MacNab appears in the appen-
dix.]

The CHAIRMAN. Now, Mr. Sommers.

STATEMENT OF ROBERT SOMMERS, ATTORNEY, WEBSITE OP-
ERATOR, AND COLUMNIST, SAN FRANCISCO EXAMINER, SAN
FRANCISCO, CA

Mr. SOMMERS. My name is Robert Sommers. I am a tax attorney
from San Francisco. Good morning, Mr. Chairman and members of
the committee. I have a website called the tax prophet. And as part
of my website, I run the tax and trust scam bulletin board. I do
this for one reason. It is to warn consumers about tax fraud, espe-
cially trust scams.

To illustrate the problem, I have a little experiment for everyone
in this room. The next time you are on a cross-country flight or an
international flight, check out the ads for offshore banking services
in the in-fight magazine.

When you do that, you will come to one conclusion. There is a
global industry with just one mission: separating Uncle Sam from
his tax dollars. Take that industry now and migrate it to the web.
And what you have is a global industry with an instant reach of
every U.S. taxpayer who has access to a computer.

Mr. Chairman, I am of the old style here with the tax scams. My
focus is on the tax scam artists and something called a pure trust
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virlhich is neither. My focus is on how they work and how to stop
them.

The pure trust, in my opinion, is the foundation for all tax scams
regardless of their complexity. The pure trust has been unchanged
essentially for over four decades. The people who promote them,
these trust scam artists, are the masters of form over substance.

Think of the pure trust as a magical black box. Taxable income
pours up at the top. You pour it in. And magically, tax-free income
flows from the bottom.

There is really two essential elements to the pure trust. One is
a persuasive sales pitch which has remained unchanged since 1958.
And the other is reams of worthless paper and documents cal-
culfilted to trick the buyer into thinking they are doing something
real.

There are two purposes for the pure trust. The first one is to hide
the true ownership in income from all creditors, but especially the
IRS. And then, the second purpose is, if discovered, these pure
trusts have the ability to obstruct and stonewall.

And their promoters promote this to say, look, we can stonewall
the IRS and the courts. Essentially, what they are doing is throw-
ing sand into the bureaucratic machinery of not only the IRS, but
also the courts, especially the tax court.

I would like to demonstrate how the pure trust works while we
set that up. Let me just tell you the impact of the Internet. It has
four consequences. What the Internet has really done is created
what I call high-tech snake oil.

Let me go through what the four consequences are of the Inter-
net. And then, I will get to the chart. By having the Internet, what
we have is the snake oil salesman now has a worldwide reach,
number one. They have expanded their marketplace throughout
the globe. And this is becoming a problem not only in the United
States, but other taxpaying societies, Australia, Canada, parts of
Europe.

By having so many websites out on the Internet saying the same
thing, it reinforces the legitimacy of the argument. The trust scam
promoter can now look someone straight in the eye and say, look,
there are 60, 80, 200 websites out there saying the same thing.
This is right.

The Internet has allowed the use of e-mail. Spamming is a crit-
ical part of this. In other words, they can send out their get-rich-
quick schemes to drive traffic to their website.

The Internet also allows these people to study tax fraud. What
they have is they have an Internet community there where they
can look and see what other people are doing and so they can fine
tune their scams to always stay one step ahead of the IRS.

Just a quick example. The IRS for years was known not to audit
trusts. That is how the pure trust operator knew that the IRS au-
dited 1 out of 10,000 trusts or so. But then, IRS came out saying
that they were going to crack down on trusts.

So what the pure trust people said was, well, if they are going
to track down on trust, we will start calling these foreign trusts in
which no tax returns are filed and no income is reported. The goal
there, of course, is to fly beneath the IRS radar and to always stay
one step ahead.



11

Let me just demonstrate just a typical three trusts, pure trusts
scam. I have three trusts:

Trust One is a business trust; Trust Two is what I call a siphon
trust; and Trust Three is the residence trust.

Let us assume that a business has $1,000 of income and $200 of
expenses. So it would have $800 of taxable income. Well, the trust
promoter forms a business trust. And now, the money flows into
Trust One.

What happens though is that out of $800, they will pay $50, that
is really step three, flowing into this residence trust, but $750 will
go to what is called the siphon trust. The siphon trust will contain
lots of phony deductions, inflated inventory. They may be charging
outrageous rates for leases and things.

So out of the $750 that goes into that trust, only $150 leaves that
trust. What happens now is I have $200 in my residence trust.

Well, this is the fun one. What happens is that the person setting
up the trust is told, well, the trust needs a headquarters. Well, why
do we not make it your residence?

So they start depreciating the residence. Oh, you need a care-
taker allowance. So what we will do is pay your medical bills, your
food bills, your travel bills, your kid’s education, all of that. So at
the end, by the time we are finished, maybe $50 will flow out to
the taxpayer’s Form 1040.

In this example, $800 of income has disappeared down to $50.
That is your pure trust scam in a nutshell. The idea of flowing
money around was to eliminate self-employment taxes up at the
top there because they will want to avoid those too.

Let me just summarize very quickly. IRS needs to be committed
against combating tax fraud. I have three concrete suggestions, all
of which I think can be instituted without much cost. They need
to have a strike force to search down these websites and shut them
down. They also need to do that with spam. They need to crack
down on span.

Two, they need to fight propaganda with information. They need
to develop their own separate website to educate the public regard-
ing these scams and to have what we call a one-stop web portal for
tax fraud information.

In other words, everyone in the country needs to go to just one
site and they will find all the information necessary whether it is
reporters, whether it is taxpayers, whether it is professionals.

And then, finally, they need a PR blitz. They need to get down
and dirty with these people and do advertisements, do public serv-
ice announcements, put articles in industry magazines, maybe even
show up at trade shows and have a trade show booth. They need
to do interviews and talk show appearances.

In conclusion, as our last Presidential election showed, the Presi-
dential candidates go where the voters are. They were on Oprah.
They were on Larry King. They know where the voters are. In es-
sence, the IRS has to go where the taxpayers are as well.

Thank you.

The CHAIRMAN. Thank you, Mr. Sommers.

4 [The prepared statement of Mr. Sommers appears in the appen-
ix.]
The CHAIRMAN. Now, Mr. Adkisson.
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STATEMENT OF JAY ADKISSON, ADKISSON FINANCIAL, LLC,
IRVINE, CA

Mr. ADKISSON. Thank you, Mr. Chairman and members of the
committee. Our Nation is plagued by a growing industry of fraud.
This is an industry with a significant and increasingly sophisti-
cated infrastructure that has as its purpose to cheat many thou-
sands of Americans annually out of many billions of dollars.

This results in not only a total loss of the victim’s savings, thus
creating an additional burden on the social safety net, but also in
disruption of the family unit and eventual disenfranchisement.

Tax frauds are the rising star of the scam industry and increas-
ingly pervasive. The sale of materials purporting to magically free
U.S. citizens of taxation is seemingly at an all time high.

Recent high-profile prosecutions by the Internal Revenue Service
have done little to stem the ever growing tide of tax protesting or
the proliferation of abusive trust schemes.

A large, talented, and increasingly sophisticated workforce of
multilevel marketers and telemarketers is increasingly making the
transition from quasi-legitimate products to the much more lucra-
tive tax fraud business which they capably market on a mass basis.

Tax frauds, like so many other frauds often take advantage of
offshore tax savings as a safe and unregulated base of operations
to conceal their identities from prosecutors and to hide their ill-got-
ten gains.

The scam industry is inventing new and more sophisticated
scams daily, many of which prey on the paranoid belief systems of
Americans who are already disenfranchised, thus creating a nega-
tive cycle which feeds upon itself.

Financial frauds are also pervasive and include prime bank
scams, advance fee fraud, and business opportunities scams. These
scams cause not only direct economic harm and divert scarce law
enforcement resources, but also stifle legitimate investments and
risk-taking.

Efforts of private groups, such as mine, to warn the public about
scams are very valuable. Yet, such sites as ours are outnumbered
on a scale of 1,000 to 1 or better by the websites of scam artists
who often attack our few private websites and attempt to get them
shut down by denial of service attacks known as “joe jobs,” a form
of cyber terrorism.

These attacks are made not only by the scam artists directly, but
also by the myriad of businesses that richly profit by providing
technical support and like services to scam artists. The latter serv-
ices are the backbone of the industry of scams and provide an in-
valuable infrastructure of support services, including cheap and
anonymous web posting, conference calling, spamming services,
and the like.

These services are richly compensated by the scam artists who
often have no other overheard and though committing no crimes
themselves are economically vested in the success of the scam art-
ists committing their crimes.

The Internet has made the industry of scams more efficient by
allowing scam artists to pitch their schemes to the masses while
still concealing their identities from investigators. The Internet al-
lows scam artists to engage in campaigns of disinformation and de-



13

ceit both to deter past victims from reporting their crimes to the
authorities and prepare future victims for the next scam.

A full combat against the industry of scams can be joined. En-
forcement difficulties and jurisdictional disputes, Federal versus
State and Federal agency versus Federal agency must be resolved.

Another factor is an Internal Revenue code that is indecipherable
to all but highly trained tax professionals, also a culture of non-
compliance fold by 9- and 10-figure corporate tax shelters based on
ridiculous but often technically correct interpretations of the code.

Policymakers must consider giving law enforcement greater au-
thority and resources to deal with schemes at their inception, to
grab the seed packet of the scam before it blossoms into a garden
of defrauded victims. Likewise, those breeding grounds for scam
artists, including the owners of Internet bulletin boards who profit
by banner advertising, should be made responsible for their con-
duct to defraud victims.

The Internal Revenue code should be simplified at least as it re-
lates to the direct taxation of individuals. And the culture of non-
compliance must be eradicated.

That concludes my statement. Thank you.

The CHAIRMAN. Thank you, Mr. Adkisson.

4 [The prepared statement of Mr. Adkisson appears in the appen-

ix.]

The CHAIRMAN. Now, Mr. Hodges.

STATEMENT OF JOSEPH G. HODGES, JR., ATTORNEY, MEMBER,
AMERICAN BAR ASSOCIATION’S REAL PROPERTY, PROBATE
& TRUST LAW SECTION; FELLOW AND REGENT, AMERICAN
COLLEGE OF TRUST AND ESTATE COUNCIL, DENVER, CO

Mr. HoDGES. Thank you, Mr. Chairman. I have to be sure that
I disclaim any attempt here today to talk on behalf of either the
American Bar Association’s Real Property Section or the American
Collelge of Trust and Estate Counsel. My remarks are purely per-
sonal.

The CHAIRMAN. Thank you.

Mr. HODGES. I have been in private practice since 1968. And dur-
ing that period of time, I have specialized primarily in estate plan-
ning and charitable gift planning.

And back in the early 1980’s, I also became very involved in the
use of the Internet by practicing attorneys, particularly attorneys
in my area of the profession. And as a consequence of that, I have
had hands-on involvement with several websites, including the one
that the real property probate and trust law section has on the
ABA’s main site and the site that the American College has.

As a consequence of that, I have also had occasion to visit many
of the sites that the other people here today have spoken about.
And I have shared many war stories, if I can say it that way, with
JJ MacNab over the last 3 or 4 years about many of these sites.
And yet, today was the first time that I have ever met JJ in per-
son. This has all been conducted by electronic mail.

What I think this all shows is that the impact the Internet has
today on the proliferation of these tax schemes, scams, and rip-offs
is phenomenal. And it is a totally unregulated industry, one that
is very difficult to stop unless you have the right enforcement
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mechanisms in place through the IRS and the various government
investigative agencies to put the people who perpetuate these
scams in jail.

It is not that the John Q. Public are the ones that are the victims
here, except for the fact that they lose the money. They are the
ones that pay the huge fees—$10,000, $15,000 for a package of
paper that is virtually worthless. And if we do not beef up the en-
forcement in this regard, I am afraid that tax noncompliance will
become the byword of the day.

Interestingly, at least in my profession, the American Bar Asso-
ciation’s law practice management section did a study back in
March of 2000 called “Lawyers Serving Society Through Tech-
nology.” And this particular study was a commission that was set
up by the president of the ABA.

I outline in my written submission some of the highlights of that
report. And I thought I would just mention a couple of them here
today, one of which is that there is a distinct possibility that a
large segment of the legal profession, mostly solos in small firms,
and I myself am a solo practitioner now, could be displaced by com-
petitors providing legal solutions under the category of “legal infor-
mation services,” as opposed to the traditional “legal services”
which is what lawyers do.

Perfect examples of this can be found on sites, such as the Nolo
Press website where self-help is the byword of the day. People can
find all kinds of books and materials there that allow them not
only to enter these schemes and scams, but to virtually do every
kind of basic legal service that they need without the assistance of
proper professionals whether they be lawyers, accountants, finan-
cial planners, or whatever.

The report goes on to indicate that legal services seem to be
commoditized today and that consumers now have a price choice
that is moving away from the traditional hourly rate structure that
lawyers are used to and is approaching what they like to call either
an option or value-added, flat-fee approaches, such as prepaid legal
plans or websites that offer lawyers direct contacts with the public
ir%fterms of being able to search out lawyers and what services they
offer.

The report also notes that the ethical framework of legal services
by the Internet is currently virtually not there. Now, there must
be, I think, four or five commissions now in the ABA that have
been set up in the last year to tackle that whole issue.

Perhaps, most importantly for lawyers, the report indicates that
we are going to face increasing competition from other profes-
sionals, including accountants and MDPs which are multiple dis-
ciplinary practice firms, many of whom are not subject to the same
ethical rules, while the unauthorized practice of law statutes in
most States are virtually not enforced. And in some States like Ari-
zona, they do not even exist anymore.

So anyone who wants to get into the business of providing finan-
cial products to people and particularly to our elderly citizens is
free to do so. And yet, they have no formal training to function
properly in that business.

I have also pointed out in my written statement a variety of the
living trust scams and schemes that are out there not only in terms
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of books, but in terms of presentations and seminars that are con-
ducted, and how these have proliferated in trust kits and all kinds
of things that are just virtually useless and people pay horrendous
sums for.

Most importantly though, I think that my two organizations that
I belong to have finally come around to the fact that they too need
to play a role in educating the public. And they are moving in this
direction with deliberate speed at this point in time.

The American Bar section that I am in will be meeting here in
Washington in 3 weeks to approve the first phase of its public in-
formation part of its website. And the American College, although
they have been a little slow in the development of that kind of ma-
terial, does in fact have their practice committee working actively
in this area.

And to their credit, they funded a major production for PBS
called “Inside the Law.” The particular show that they did, it was
an hour-long production that was released in May of 2000 called
“Death and Taxes, an Inside the Law” special.

And as of our meeting 3 weeks ago, I learned that the foundation
has just funded a second video production with PBS in the same
Inside the Law series. And this one will target the scams and
things that the elderly people have been subjected to.

In addition, interestingly, the California Bar has a wonderful
videotape that they did on scams that the elderly are subjected.
And I wanted to make sure that the committee was aware of that.
They use money that was obtained from a settlement of the pros-
ecution of one of these scam artists to produce the video. So there
is a way to spend the dollars wisely.

So at least from my perspective as a lawyer, I think the bar asso-
ciations and our related organizations do have a proactive role to
play. And we welcome that role and look forward to doing it.

[The prepared statement of Mr. Hodges appears in the appendix.]

The CHAIRMAN. We thank all of you for your testimony. We will
take 5-minute turns now.

Other than what Mr. Sommers told us, he gave us three ideas
that the IRS could do, a strike force to quickly shut down fraud
websites, an information front to educate people, and a PR blitz
which would be buying advertising against the tax scammers, what
more could the IRS be doing to stop these tax frauds?

And I guess an extension of that, what should the IRS be doing
to communicate to the public tax professionals and the press about
these scams?

Now, I do not think Mr. Sommers needs to answer that. Maybe,
all of you do not need to answer, but those of you that have ideas.
Mr. Hodges touched on this a little bit with what the bar is doing,
but I am thinking in terms of the IRS.

Yes, go ahead if you want to, Mr. Sommers.

Mr. SOMMERS. Well, yes, my presentation really dealt with the
web-base, shutting down websites and web-based scams. But what
about trust scams that are in operation now? What can they do
now to attack these?

Well, every one of these scams has a weakness. They need a
bank account. They need a taxpayer identification number.
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IRS needs to get control of how they issue these taxpayer identi-
fication numbers. They need to make sure that these trustees who
often de-tax themselves so that they do not have a Social Security
number file with Social Security numbers.

They need to actually have a special unit to go over what trust
tax identification numbers are being filed so that they can track
those trusts and see if tax returns are being paid.

Also, the other escape these people use is they always open up
bank accounts that pay no interest because they do not want 1099
forms from the bank going to the IRS. It seems to me that for trust
bank accounts, 1099s should be issued regardless of whether there
is interest being paid or not.

In short, the IRS really should follow kind of the “know your cus-
tomer rules” that apply in the money laundering sense. They
should know whether they are creating sham trusts or not or at
least be able to track them through the taxpayer identification
numbers because that is the entre. That is the ticket into the sys-
tem. Once they are into the system, they disappear. But they need
that access.

The CHAIRMAN. Anybody else?

Mr. Hodges.

Mr. HoDGES. I just would suggest that a definite possibility that
our section of the American Bar Association get together with the
Internal Revenue Service with highly trained professionals and ex-
plore perhaps in 3 weeks when we are here for a 4 to 5-day meet-
ing some of the ways that legally at least, we could do this and as-
sist the IRS from our perspective.

I think that would be a very worthwhile meeting. And I would
be more than happy to suggest that to our section leaders.

The CHAIRMAN. Maybe, Mr. Rossotti could also respond to that
in the next panel.

Ms. MacNab, I think that you wanted to respond.

Ms. MACNAB. In particular, they need to go where the promoters
go. They need to beef up their own website.

When I called the criminal investigations division about 2 years
ago and asked about pure trusts, I was told that there is a 0.25
million of these plans already in existence. This to me seems to be
a crisis.

They do have a criminal investigation website. But when you run
a search on pure trust in any of the Internet search engines, the
IRS website does not pop up. It is not one of your options. I am
sure the computer person here could tell you better.

There are ways to make sure that your website comes to the top
of the list. The IRS should be using the same techniques, metatags
in particular, to make sure that their website is seen.

If you go through 10 or 15 or 12 pages of different websites, all
of which say pure trust works, before you get to the IRS website,
how many taxpayers are going to have that kind of patience? So
they need to make sure that their website gets seen by consumers.

They also produced a wonderful brochure last year on what is a
sham trust, what is an abusive trust, what are the warning signs.
It was a wonderful brochure. It had lots of information. I do not
know of a single taxpayer that has seen it.

The CHAIRMAN. All right. Did you want to respond, Mr. Bazar?
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Mr. BAZAR. One comment or suggestion is that the IRS in their
website have an aim more towards people who do not have a law
degree. I mean, simplify it a little bit.

The CHAIRMAN. All right. That is very good advice for any gov-
ernment agency. [Laughter.]

Mr. BAZAR. I mean, there are a few standard arguments that all
the tax protesters, for example, filing your 1040 is voluntary. I
mean, all you have to have is a website that says, you must file
a 1040. I mean, very simple things like that, I think that would
help greatly.

The CHAIRMAN. All right. This will probably have to be my last
question on this first round. To any of you, what roadblocks does
the IRS face in going after these tax scams, particularly those on
the Internet?

Ms. MACNAB. I will take this one. I think the biggest roadblock
is going to be how easy it is to move money around on the Internet,
especially offshore. You can move hundreds of thousands of dollars
using virtual money right now. And it is totally untraceable.

To give you an example, the con artists are smart. The IRS re-
cently subpoenaed—I believe it was American Express and
MasterCard records to find out who had money offshore and was
trying to bring it back on by using a debit or a VISA card or a
MasterCard.

The promoters have pivoted from that. Now, they issue num-
bered credit cards. Your name does not appear anywhere on it. It
does not appear anywhere in your account statements. How does
the IRS know whose card that is?

I think the biggest impediment is going to be getting offshore
promoters. It is too easy these days to move money. I have an ex-
ample in my written testimony about how you can go online and
in a period of about 5 minutes, you can sign up for a numbered
Swiss bank account with a minimum investment of $200.

Another website which I actually have copies of the front page
of the website in the testimony, offers, I think it is, upwards of 60
offshore tax shelters on their website. All you do is point, click,
choose which ones you want to buy, put them in your shopping
cart, and check out, just like you are buying books at
barnesandnoble.com.

It is very easy. This particular website is located in Cypress. It
is easy, but it should not be impossible for the IRS to track these
people down.

The CHAIRMAN. Anybody else before we go to Senator Baucus?

[No response.]

The CHAIRMAN. Senator Baucus.

Senator BAucus. Thank you, Mr. Chairman. And maybe, you
want to work for the IRS. [Laughter.] I mean, you have passion.
You want to stop this stuff.

Ms. MAcCNAB. We do want to stop this stuff.

Senator BAUCUS. And we all do. And I appreciate the intensity
of your testimony and how much this bothers you as a good, red-
blooded American citizen. I deeply appreciate it. And I know Amer-
icans watching will feel the same way.
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Why has the IRS not done more, or other appropriate agencies?
I mean, you said, it is a wonderful brochure. Nobody has seen it.
You have made several telephone calls. Nothing seems to happen.

Why? What is your best guess? Is this because this is all so new,
because it is all so newly complicated? Is it because we need all a
whole new sort of paradigm of thinking, a whole new set of laws
in this Internet age, that we are not there yet? I am curious. What
is the problem?

Mr. HODGES. From the legal side, I think you have made a good
point. This is a very difficult kind of business to control. The Inter-
net is a free wheeling environment. And it is worldwide.

And we can pass all the laws in the world, in the United States
saying you cannot have sites with this, that, or the other material.
And that will not do it because people just move offshore and
broadcast it back to the United States.

But you can put I think enough legal sanctions in the law for
fraudulent and misrepresentation activities. And those are real.
Those are consumer laws. They are in every State in the Nation.

The hard part though is when you have a case like this and you
go to your State attorney general. And so you get the answer that
was alluded to earlier, that is either, we do not have the resources
or the time or whatever.

And unless the thing is so egregious that they cannot avoid it,
no prosecutions ever occur and no investigation is ever made. And
these things just grow and grow and grow.

And if you do shut them down in one State, then they pick up
their stacks and move next door to the next State and start up all
over again. They change their name usually so that the identity is
not easy to see.

But I think the service is finally after many years of basic no ac-
tion, began to enforce the most egregious cases. But as JJ alluded
to earlier, it takes at least 2 years to complete those investigations
before the prosecution starts.

And in one particular case that I am familiar with where the fel-
low had committed the scams in the United States. It was a pyr-
amid scheme. It made millions of dollars. He took the money down
to the Bahama Islands and then was finally through the courts
held in contempt and put in jail. He went through 6 months of jail,
got out. And he is probably down in the islands again, enjoying his
money.

And the court basically told him that he had to tell his trustee
to repatriate the money to the United States. And he did not even
bother to even try. And he did not have to. If he was willing to sit
in jail for 6 months, that was his punishment, if you will, for enter-
ing a foreign trust scam like this.

And they count on that frustration. They count on the inability
of the IRS or any other treasury agency to chase that money down
and get it back once it gets out of the country.

Senator BAUCUS. Mr. Sommers.

Mr. SOMMERS. Senator Baucus, it does require a new paradigm.
Again, from my perspective, I come at this from the consumer
fraud standpoint. It needs to be stopped now. People are being
ripped off paying for these.
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IRS, they may not know about it until a tax return is filed 12,
18 months after the scam has even happened and they audit. And
so in some ways, it is telescoping this upfront. The Federal Trade
Commission knows how to do this.

In my perspective, what these people are doing is no different
than selling phony diet pills, phony stock investment, or anything
else. It happens to deal with tax.

But it is a consumer fraud issue that they can make lots of
money on and get out of town before the ramifications are felt be-
cause, again, the IRS looks at it from a revenue standpoint. They
need tax returns to audit. They need things to see.

Senator BAUCUS. But with the addition of the Internet, it makes
is almost infinitely more difficult from an enforcement point of
view.

Mr. SOMMERS. Well, once they get in the system, I think it
makes it very difficult. I think the problem is that maybe IRS has
waited for these to filter through the system and then make a big
bust somewhere, get the records, and prosecute lots of people.

Well, by that time, we think it is too late because these guys
know how to fly under their radar. And they have to get them on
the front end.

One observation I would like to make here though, I just cannot
resist. We are talking about $300 billion of taxes. And all of us
seem to be sole practitioners that are on the combatting side. JJ
and I are doing this pro bono. Our websites are all pro bono. We
do not make a nickel off of it.

So we have a $300 billion a year loss in taxes being fought by,
we have maybe, five solo practitioners up here who do not make
a dime, but we are the ones out on the front line trying to combat
these. So it seems like we are a little over matched here.

Ms. MACNAB. We need help.

Senator BAUcuUS. Yes. It is not fair probably to make this next
comment because we have not yet heard from the next panel. But
I am just going to tell you, listening to the five of you, I have the
impression that this is virtually unchecked, these kinds of things,
whether the pure trusts or the offshore trusts or what not. This is
virtually unchecked. I mean, is that an exaggeration?

Mr. HODGES. No. I think that is an accurate assessment, but I
think it is also shows the power of education here could be so sig-
nificant. And it is the ability of the public to understand going in
that these are truly scams.

And how do we get that information to them? I think we try
every method we can through organizations, through the IRS
websites, through the IRS criminal investigation website, and
brainstorm all of the public information as we can do it.

We have in Colorado, our attorney general, Gail Norton who is
now the Secretary of Energy, produced this little, back-to-back
pamphlet, it is called “Consumer Alert: Living Trust Scams.”

This was all we could get out of her department when we were
trying to just go after the typical, living trust false statements. But
this little pamphlet has done more in Colorado to combat this kind
of thing than anything else that has ever been produced out of the
State bar or the AG’s office there. So it can be done. And it is not
expensive.
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Senator BAuUcUS. Go ahead.

Mr. SOMMERS. I just wanted to point. There really is some excel-
lent work being done in this area by the government. It is in pock-
ets. I point to Sacramento where I appeared at a trial of one of
these trust scam artists.

And Ben Wagner who is the U.S. attorney there did a great job,
secured a huge conviction, just did it again with a lady named
Dorothy Henderson who just got 11 years in prison. And he is dedi-
cated. He understands how this works. And the agents up there
understand how this works.

They have some excellent people that the IRS could be taping for
my suggested strike force who understand this, who want to go
after it, and know how to go after it. Unfortunately, these are
criminal trials though. So maybe, part of the Internet is being un-
checked, but there is some excellent work being done out there.

Senator BAucus. Could you expand on your strike force idea?
What would the strike be, do, etcetera?

Mr. SOMMERS. Sure. I am envisioning no more than maybe 10
people, but it is a cohesive unit that can make decisions now. They
need to make decisions within hours and days, not months or
years.

I envision having two computer programmers searching the
Internet daily for new tax scams, for tax scams and things, for
spam, for e-mail spam. I expect them to do that in the morning.
And at mid-day, they have a meeting with somebody in that room
who could make a decision.

If the decision is made that that site should be shut down, letters
of cease and desist go out immediately. And there is attorneys as
part of that strike force ready to go to court in one or two days if
that site does not come down.

I also think that that site should then be listed as suspect sites
on the IRS website I talked about so that the public could be alert-
ed as well. I also think anything dealing with that site, any injunc-
tions, anything else needs to be right on that website as well so
that these people have a matter of hours after they have been ex-
posed and they are out of business or at least the public knows
about it.

And that is my idea in a nutshell. I think when you look at it,
it will not cost anything. I mean, you have to understand, these
people get into the system and they clog it up. They get the IRS
agents, the examiners. They sit there and they frustrate them.

And then, they go to collections. And collections, they try to do
offers and compromise it for $1 and say, gee. They do not tell them
that their assets are in one of these trusts. So you have the whole
IRS machinery having to deal with these.

The CHAIRMAN. Before you answer that question, the FTC does
something similar to that in the areas of their jurisdiction.

Ms. MACNAB. If I can give you an example, 2% years ago, 1
turned over all the pure trusts materials on the website to a CID
agent. The website is still up and running.

A few months ago, I ran across another fraud on the Internet.
It was not tax fraud. It was a sale. And I turned over the materials
to the Federal Trade Commission. I went onto their website. I filled
out the online form. I sent in all the materials that I had collected.
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I got a call within a week. Two weeks later, they had written testi-
mony for me to sign. Within a month of that, I got a phone call
saying, thank you very much. My testimony was most effective.
They had shut down the promoter.

Senator BAucus. Mr. Sommers, in your strike force, you had rat-
tled off a list of very seemingly effective actions that the govern-
ment could take. Is that available under current law? Can the gov-
ernment do that under current law?

Mr. SOMMERS. I guess you would look at the FTC model. I do not
understand how the Federal Trade Commission can fight consumer
fraud the way they do. I understand they are so aggressive, they
put up phony websites. And then, when people click on them, they
say, can you not tell this is a fraud? [Laughter.]

And so I do not know if it needs to be moved to the FTC or not
because, again, my perspective is that it is a consumer fraud issue.
Whether or not the IRS wants to not collect the tax dollars, I mean,
that is a concern obviously to you and to others. But my perspec-
tive is the poor person being swindled.

Senator BAUCUS. Have any sites been shut down very quickly?

Mr. SOMMERS. No.

The CHAIRMAN. It might be appropriate for me to ask at this
point that there are concerns about 1st amendment rights and the
fact that the Internet operates overseas, that this would handcuff
the IRS. Do any of you have views on that?

Ms. MACNAB. My understanding is that the FTC has been suc-
cessful with some overseas websites. Perhaps, the IRS can work
with them or learn from them.

The CHAIRMAN. What about any other 1st amendment issues
here that come?

Ms. MACNAB. I will leave that to the attorneys.

Mr. SoMMERS. Well, again, I would like to fight the 1st amend-
ment with the 1st amendment and have a website of information
that people can find. I see that there should be no problem whatso-
ever with that.

To the extent that they are advocating illegal activity, there
should not be a 1st amendment right. And again, I look at what
the FTC is doing. And what is the difference?

The CHAIRMAN. But you are not saying that there is a 1st
amendment right to do a sham trust?

Mr. SoMMERS. Unfortunately, I think that is what I am saying,
yes.

The CHAIRMAN. There is a 1st amendment right?

Mr. SOMMERS. No, there is not a 1st amendment right to do a
sham trust, no.

What I am saying is that this is no different than selling, as I
said, phony diet pills, phony stock, whatever. This is consumer
fraud. There is no 1st amendment right to go out and commit con-
sumer fraud in any form. This just happens to be consumer fraud
dealing with taxes versus any other kind of scam, a pyramid
scheme or anything else in my view.

Mr. HoDGES. I will second that. I think there is—no, it is just
an easy answer. There is no protection in the Constitution for not
only fraud, but egregious misrepresentation when it comes to the
consumer.
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And what is interesting is when we built the website for the
American College about 5 or 6 years ago, we put a little part of our
public side of that site. There is a quite an extensive private side.
And ever since that site went up, there is one piece of material, one
page on that site called “Do I Need a Will?” It is an American Bar
Association pamphlet. And it has been consistently week after
week after week since that site opened the most hit page on the
site.

What that tells me, because we do not really advertise the exist-
ence of the site, is that the public is smart enough to find good in-
formation and to decipher the good from the bad if you just give
it to them to read. And that is what I would like to see the Amer-
ican Bar do with its website, tell the truth and help people find the
right professional help.

Mr. BAZAR. Can I respond?

Senator BAUCUS. Yes, go ahead.

Mr. BaZAR. I just have one comment. The FBI and the Justice
Department set up a website called the “IFCC.” It is called the
Internet Fraud Complaint Center. This is where consumers can go
to make complaints about online fraud.

My experience though with them was I sent in my complaints,
the information. And what they did was they just sent it back to
the State attorneys general and actually my local police, of all peo-
ple. And it seems that this, the IFCC was set up to deal with com-
plaints on the Internet. However, they do not really—from my im-
pression, they do not have any sort of meat behind. They are just
sort of a clearinghouse.

Senator BAUCUS. Getting at the question I was going to ask,
namely, how often have you tried to persuade the IRS or FTC or
any other agency to do something about all this? Have you talked
to them, contacted them personally? Have you called up Commis-
sioner Rossotti and said, hey, Chuck, we have to do something
about this?

I am just curious as to what efforts you have made in dealing
with the IRS.

Mr. BAZAR. I have called a few.

Senator BAUCUS. You have called a few.

Mr. BAZAR. 1 called as I mentioned in the speech. But I have
called attorneys general. I have called the IRS. I have written to
the FTC, the FBI.

Senator BAucus. All right.

Mr. BAZAR. I mean, I have done it all. And maybe, they have an
investigation going on so they do not want to come out and do
something.

Senator BAucCUS. Yes.

Mr. BAZAR. But my impression is that nothing is being done.

Senator BAucuUs. Ms. MacNab.

Ms. MACNAB. I contacted the criminal investigations division. All
they said was give us what you have and we will take care of it.

Senator BAucuSs. Do you have any idea whether anything was
done?

Ms. MACNAB. The website is still running.
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Mr. SOMMERS. My experience is a little more passive. When peo-
ple send me e-mails saying somebody is cheating out there, what
should I do, I just refer them to the CID website.

Unfortunately, for some reason, you cannot e-mail the CID, the
criminal investigations division. They want you to call them on a
toll-free number. And I do not understand what that is about. Peo-
ple want to sort of communicate through e-mail and send them in-
formation.

You commented on how passionate we are. You should see some
of the e-mail that we have received from these folks. And then, you
would know what we are up against.

Mr. ADKISSON. If I could address that, Senator?

Senator BAUCUS. Yes.

Mr. ADKISSON. It seems that enforcement effectiveness and what
they are doing varies by region. In the California region that Mr.
Sommers and I are at, for instance, they have asked us to come
and speak to IRS agents. And they have gotten publicity on some
of the things they have done. In that region, they seem to have
done very well.

In other regions, it does not seem that there is much activity
going on. The agents that I have spoken with, it seems that this
is a problem that they feel that the Internal Revenue Service is not
really asked for, that although this is involves an issue of taxation,
that it is really a consumer fraud issue.

And although they feel that they have some responsibility over
it, it is really not within their learning curve or the learning curve
of their agents as to how to deal with this. It really is a very
unique problem.

The CHAIRMAN. We have concentrated on two or three people in-
volved in this, the tax scammer, the IRS, but there is a taxpayer.
None of you have touched very much on the taxpayer and the im-
pact upon the person that has been caught in this web.

And maybe, it is not fair to say that everybody has been caught
is innocent because there are probably some of them that went into
it with an open eye that maybe this really was playing the tax lot-
tery in the sense of getting by without paying your taxes.

Any comments on kind of the innocent person that gets hit by
this, maybe that went into it really feeling that they say this is
legal, so why should I not be doing it?

Ms. MACNAB. Most of the taxpayers out there truly believe that
what they are doing works. They do not think they are cheating.
They do not think they are evading. They think, hey, this is the
way it is. This is the law. And I am doing the right thing.

It is heartbreaking when you talk to some of these clients. And,
for example, in the Institute of Global Prosperity arrests, they had
a big show on it on CBS. When they were made public, people
started coming out of the woodwork.

They are afraid. They do not know how to deal with this. They
have somehow cheated the system. And they are going to get
caught and they do not know what to do. Do they hide and hope
that the IRS does not catch them? What do they do?

I mean, I would love to see some kind of, if not amnesty program,
but then direct eduction program. Let these people know, you
screwed up. All right. Let us fix it. Let us bring you back into the



24

system. We are not going to bite your heads off. We are not going
to put you in jail if what you did was unintentional. How about we
get you back in the system and get your back taxes and interest
due? And if you work with us on this, we will waive penalties.

Come up with something to be friendly about bringing these peo-
ple back in. There are an awful lot of them.

Senator BAUCUS. So what you are saying is that most of the tax-
payers then were gullible in the first place?

Ms. MACNAB. Yes. Many of the promoters are also gullible.

The CHAIRMAN. Some of these innocent, gullible taxpayers I pre-
sume have gone to jail for fraud, have they, or at least they have
a big penalty?

Ms. MAcNAB. The IRS seems to be going after the very, very big
ones, the big fish. And I guess they are hoping that sends a mes-
sage to the little ones.

I have no idea how many people have gone through the system
and not gone to jail. I know there have been a significant number
of arrests, I think 164 in the last couple of years.

The CHAIRMAN. My point was about the individual taxpayers. Is
that what you are responding to?

Ms. MAcNaB. Right. Right now, they are going after promoters.

The CHAIRMAN. Yes.

Ms. MACNAB. I do not know how many individual taxpayers have
gone through the system yet. I do not think it is priority for the
IRS right now. I can only say that from an outsider’s point of view.
But I think they are assuming that they are going to bring in these
big guys. And then, they will go after the little ones.

Senator BAucuUs. Well, does that not make some sense, I mean,
just off the top of my head?

Ms. MACNAB. Sure.

Senator BAUCUS. Because after all, there is no criminal intent I
would guess.

Ms. MACNAB. Well, why not go after the big ones and shut them
down quickly?

Senator BAucuS. Right. It is the promoters we are after I would
guess.

Ms. MACNAB. In the multilevel marketing schemes, it is difficult.
You have the top promoters who probably have a pretty good idea
of what they are doing. They recruit, say, a dozen people. They re-
cruit a dozen people. They recruit a dozen people.

The people that are in that middle area that are now recruiting
underlings truly believe what they are doing, it works. Maybe, the
top level people knew that was a scam. The second, third, fourth,
fifth, sixth, or hundredth levels do not necessarily know it.

The CHAIRMAN. These are not the people that say that income
taxes are not unconstitutional.

Ms. MACNAB. Sure.

The CHAIRMAN. These are people—well, that is what you are
talking about as opposed to people that are saying, you do not have
pay all your taxes. This is how you can avoid some tax.

Ms. MACNAB. It is both.

The CHAIRMAN. Both.

Senator BAUCUS. And that is why I think this massive publicity
to educate people would help a little bit.
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Ms. MACNAB. Very much.

Senator BAucUS. It would theoretically reduce some of the gulli-
bility.

Mr. SOMMERS. You want to shine that light on the problem. We
need a path for remedial treatment. And the IRS has to say, look,
if you follow this path, you do these, you amend your returns for
so many years, you do whatever you have to do to get back into
the system.

Right now, there is no path. When people come to us, we say,
well, maybe the best we can do is get you a theft deduction for the
fee you paid the promoter if you file your taxes voluntarily.

The problem is compounded when there is money overseas and
there is money laundering implications and other things that pro-
fessionals try to help them get their money back into the system
to pay taxes.

What we really need is a clear path to say, all right, we are going
to shut these guys down, but everyone who wants to come forward
and clean up their taxes, this is exactly how you do it and this is
what we will expect of you so there is a clear direction.

The CHAIRMAN. Let me touch on one thing that we have not dis-
cussed yet. And maybe, I referred to it in my opening comments.
And maybe, it is not as big of a problem that we think it is.

But we have a new situation where employers are saying that
they are not going to withhold their employee’s income and payroll
taxes. And obviously, that is unacceptable. But the problem is we
have employees choosing between their jobs and their tax man.

What is the panel’s thoughts on this matter? Is it a problem? Is
it growing? And what about the IRS’s response?

Mr. HopgGes. If I may say so, I would take as an example the
notice 9724 that the IRS put out back in 1997 on sham trusts. For
a long time, all these sites were out there. Our clients would come
and say, what do you think about this pure trust scheme or what-
ever?

And we could talk until we were blue in the face. And these orga-
nizations tell them, do not believe what your tax lawyer tells you
because they are going to try to talk you out of this. And they do
not know what they are talking about.

This notice did more for my clients to convince them that the IRS
knew about these things and the truth than anything else. Why
not do a similar notice tomorrow in this area of the withholding?
These kinds of things from the service are very effective.

The CHAIRMAN. Ms. MacNab.

Ms. MACNAB. Your question actually is very good. This is very
fairly new industry. If you can nip it in the bud, you can stop this
from blossoming like the pure trust schemes. These people, they
are not hiding, as I showed earlier, the USA Today has a full-page
ad.

They have concerns and they truly believe they have a right to
address them. They have asked on numerous opportunities for the
IRS to review their materials and tell them they were wrong. Let
the IRS do that. If they are trying so hard to get attention, give
it to them.

The CHAIRMAN. You have another?



26

Ms. MACNAB. And this was a full-page ad in which they show
three IRS agents who have endorsed their program, three ex-IRS
agents.

The CHAIRMAN. One last thing, you may get questions in writing
from either of us, but also more importantly because of the bill on
the floor, a lot of the members could not come. They are at other
committee hearings.

So if you do, and some of you who have not dealt with the Con-
gressional process of a written response, make sure that my staff
or Senator Baucus’ staff would help you through that process. We
would like to have answers in a couple of weeks if we could. Thank
you all very much.

Senator BAaucus. If I might, Mr. Chairman, on this very impor-
tant subject?

The CHAIRMAN. Yes.

Senator BAucus. Did anyone want to say something that has not
been asked yet? Or did someone say something so outrageous that
it deserves a response? [Laughter.] Here is your chance.

Mr. BAZAR. I just want to comment. You are talking about the
average taxpayers getting arrested. And I think that is a big prob-
lem. While the IRS probably has limited resources to go out and
try to get the promoters, it is still the, hey, my neighbor has not
been paying taxes for three years, it must be okay. The IRS is not
doing anything about it.

And these people who are starting into it, getting into it mainly
over the past few years, they are many, many examples for them
to see, for people to talk to that are not paying their taxes and are
getting away with it.

And I think maybe there should be some, at least a few arrests.
You can put them on the website. People can see, hey, you really
cannot do this. I am not a lawyer. I do not know the details of the
law. As far as I can tell, there are no examples of people getting
arrested.

The CHAIRMAN. Well, maybe, there has been more than one
Towan, but I can only think of one Iowan that for the last 20 years
has been bothering me about the income tax being unconstitu-
tional. Now, I suppose there is a lot.

Senator BAUCUS. There are a lot in my State, Mr. Chairman.
[Laughter.]

Mr. HODGES. I think also, Mr. Chairman, it would be very impor-
tant in this whole process as the public becomes more aware if peo-
ple are caught in these schemes as taxpayers, they need to be
treated gently. And, yes, it is a slap on the hand, but let them file
the returns and pay the taxes they should have paid, but do not
throw them in jail. The people you need to go after are the pro-
moters.

And I think if you have an amnesty program, as was suggested
earlier, you might finally find these people coming out of the closet,
if you will, and being willing to testify as to how they have been
duped. But most of my clients that I know that get into these
things are so embarrassed, they do not even want their neighbors
to know that they were suckers.
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The CHAIRMAN. Would that be a general amnesty program? Or
would you direct it towards people that we assume are out there
involved in these tax scams?

Mr. HODGES. I would take the narrower approach first and see
how well it works. And maybe, you might want to broaden it. There
is probably a lot of tax avoidance things that people do because
the(i)r neighbors do it. And therefore, they think it is legal. And why
not?

You look at these websites. They will convince you that this is
perfectly legitimate and that the IRS has blessed it. And it is as
false as false can be.

Senator BAUCUS. Just one question, Mr. Chairman. The laws,
again, are our current laws adequate? Or do we need new laws?

Mr. HODGES. I would not say the current laws are adequate. It
is the enforcement of those laws that is important. I do not think
we need another whole proliferation of laws. And we have excellent
agencies like the service and the FTC who have the powers to do
this. They just need to find the resources to pay attention to it.

Senator BAUCUS. Mr. Sommers.

Mr. SOMMERS. Yes. I would agree with that. I think the IRS does
have the right to go in and get injunctions. They have started to
use that on some of these things. It is too bad it takes so long to
build the evidence, maybe as they get used to going in and filing
for injunctions.

Again, if we had that strike force concept, you really would want
those people to be able to go to court with not a lot of red tape.

Ms. MACNAB. As a non-lawyer, if I can add, there are also cer-
tain details that can be done. For example, under current law, you
have to disclose whether or not you have any interest, either bene-
ficiary or ownership interest, in foreign trusts.

The promoters say, all right, we are not going to call them trusts
anymore. We are going to call them special interest partnerships
where they set up foundations offshore. Now, you do not have to
disclose it because it is not a trust.

The IRS has to pay attention to such things and adjust as need-
ed.

Senator BAUCUS. What about resources? I mean, we often hear
the IRS does not have adequate resources to go after a lot of this.

And I will even step into another old territory. I talked to some
accountants who were telling me that the quality of agents at the
IRS is probably not what it could and should be. And it probably
is because of pay. Whereas, the bright people are on the outside.

And this is hard thing to say, but you hear it. Maybe, there are
others in the IRS are maybe not quite as swift as some others. And
I know that is a gross, broad statement. But is there any truth to
either of those claims that you sometimes hear?

Mr. ADKISSON. I would like to answer that. The IRS is trained.
And their agents are trained to do a very specific thing which is
to review tax returns, check deductions, things like that.

This is fraud. Although it is tax fraud, it is really fraud, fraud.
And to take people that are trained to do more accounting and tax
return sort of work and to send them out, chasing people that are
hardened, usually have very long criminal records or hardened
scam artists in my opinion, is asking the IRS to do something that



28

it is just tasked for. And I think that has been a very significant
problem.

Senator BAucus. Thank you.

Mr. HoDGES. I would just add as a supplement in terms of re-
sources. Follow the example in California where they went after
this group. They got a judgement against them. And they took the
mo?ley from that settlement and have done very positive things
with it.

Maybe, that is the way you can finance a lot of this investigation.
It is a little bit after the fact, but it is better than nothing.

Mr. SOMMERS. I think the problem with resources I have is you
cannot calculate the amount of money being wasted now through
the audit system, the collection system, and all the IRS personnel
when these guys get into the woodwork.

I mean, they are dedicated to just grinding that machinery to a
halt. And that has to cost enormous sums of money. Every docu-
ment needs to be subpoenaed. You need to go to court all the time.
They are selling stonewalling the IRS. And they will get away with
it because the IRS will give up.

And also, just the educational aspects of trying to train all these
agents to find it. That is why if you treat it as a narrow specialty
and attack it from Washington, it just seems to make a lot more
sense to me. And I think you would save. It will not cost money.
It will save money.

Senator BAucuUs. Thank you.

The CHAIRMAN. Thank you all very much. Senator Baucus and
I appreciate this grassroots information we get from people that
are specializing in it. And more importantly, thank you for your al-
truism of trying to help the innocent taxpayer. Thank you all very
much.

And I will call the second panel now. First, we have Charles
Rossotti, Commissioner of the Internal Revenue Service. Next,
Hugh Stevenson, Associate Director for Planning and Information,
Bureau of Consumer Protection, the Federal Trade Commission.
And then, Michael Brostek, Director of Tax Administration and
Justice Issues at the U.S. General Accounting Office.

And we will start with Hon. Charles Rossotti.

STATEMENT OF HON. CHARLES ROSSOTTI, COMMISSIONER,
INTERNAL REVENUE SERVICE, WASHINGTON, DC

Mr. RossoTTI. Thank you, Mr. Chairman and Senator Baucus. I
appreciate the opportunity to be here. And I especially am pleased
that you decided to hold this hearing on this very important topic.
I think of this as what I call organized tax evasion.

I think it is very essential for the majority of taxpayers who are
honest and pay what they owe under the law, that they have con-
fidence that their neighbors and competitors are playing by the
same rules. And I think that is what this is all about.

As the earlier panel noted, today, in a wide range of guises, there
are individuals and organized groups attempting to mislead or en-
tice taxpayers into believing that there is a way out of paying
taxes.

Some of these groups use the Internet to promote or advertise
their schemes. And these range from complex and prepared pack-
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ages of documentation involving trusts and offshore bank accounts
to more simple, but false arguments claiming that businesses do
not have to pay their employment and withholding taxes.

So far this year, the IRS has issued two nationwide alerts warn-
ing taxpayers not to fall victim to a number of these scams. And
some of the things that were mentioned in these alerts include
such items as tax credits or refunds related to reparations for slav-
ery to illegal ways to “un-tax yourself.”

One of the schemes that I think that you just noted, Mr. Chair-
man, that has received a considerable amount of publicity recently
is aimed at telling employers that they do not have to withhold
Federal income tax or employment taxes from the wages paid to
their employees. We have made some publicity efforts around this
topic. Taxpayers can get more information about this particular
bogus scheme by simply going onto our website at irs.gov.

In terms of practical impact (there were some numbers thrown
out earlier about revenue loss) the most important of these various
tax schemes are those that try to sell packages to upper income
taxpayers which claim to permit income taxes to be reduced or
eliminated.

Essentially, these packages use a flurry of paper work involving
domestic and offshore trusts and foreign bank accounts in most
cases to appear to move income into tax-free countries or legal ve-
hicles, while still allowing the taxpayers to maintain effective con-
trol over their funds.

And we have a chart that we are going to put up here that shows
you. I am not going to run through it. Another one of your wit-
nesses showed something similar.

Again, it shows the kind of flurry of paper work involving various
entities and offshore bank accounts in most cases that are used to
give the appearance that this money is being put in such a way
that will not be taxable. And yet, the taxpayers actually maintain
control of it.

Most of the people that buy into these particular kinds of
schemes are upper income taxpayers, professionals, and business
persons with at least six-figure incomes.

The promoters run a wide gamut from bankers, to convicted con
men that are just going into their latest con, to crooked return pre-
parers, to Americans living overseas who make a living selling
services in connection with these schemes.

The IRS first became aware of the emerging magnitude of this
particular problem in 1996 by an individual named John Mathison
who was an owner of a bank in the Grand Cayman Islands. He
began cooperating with Federal authorities in providing extensive
financial information on hundreds of individuals who appeared to
be engaging in ongoing tax fraud.

In April 1997, as was noted by an earlier witness, the IRS issued
an official notice publicly cautioning taxpayers to be wary of trust
arrangements that were promising benefits that are not allowable
under the tax laws.

Although we have no really accurate measure of the size of this
problem, we do have enough information to know that it is a major
problem. One respected expert on offshore tax havens and money
laundering, Mr. Jack Blum, has made estimates that there are $3
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trillion of assets in tax haven banks and that the annual revenue
loss to the Treasury is at least $70 billion a year.

As another indicator, on October 27, 2000, as part of our enforce-
ment efforts, we went to U.S. District Court in the Southern Dis-
trict of Maryland and got authorization for the IRS to examine
banking records of tens of thousands of U.S. persons who had off-
shore accounts in the Caribbean, most of whom had not disclosed
these accounts to us as required on their tax returns.

With our new organization and our strategic plan in place, we
are now able to be much more effective in combating this threat
with a coordinated strategy that involves a full range of tools rang-
ing from public education—it is very important letting the tax-
payers know and warning taxpayers—to both civil and criminal en-
forcement against both promoters and participants in these
schemes.

In terms of public education, we have issued a number of press
releases and alerts to the public and to practitioners who can use
them in educating their clients. These include the “Too Good to be
True” trust brochure.

We also constantly post educational material on our website
which is now receiving over 2 billion hits per year. It is a very pop-
ular website. And we are now noting, as is displayed here on some
of the charts that are up to your right, some of these schemes.

In terms of going where the taxpayers are, we recently opened
up a specialized part of our website for small business and self-em-
ployed taxpayers. This provides one-stop information to them for
assistance in complying with the particular obligations that they
have.

But we are also using this since it is a draw for these kinds of
taxpayers to include warnings and examples of what to be wary of.
This is shown on the first page of the chart in front of you.

Another important new initiative to identify these particular
kinds of schemes is our new K1 matching program. Beginning in
2002, we will begin processing matching Kls reporting over $700
million of income and also importantly reported losses on trusts
and pass-throughs. This will help us to find problem cases and, of
course, to follow up on audits when necessary.

We have also developed in the last year some specialized training
program for our agents on these trust-related topics and begun ac-
tive investigations, especially focused on promoters. We are cur-
rently auditing 17 promoters and 161 different abusive schemes for
not only investigation, but possible injunctive action.

Earlier this year, we received one permanent injunction against
some promoters. Also, a $1.25 million penalty was assessed in this
case. Another two injunction requests are currently pending before
district court.

On the criminal side, the IRS investigations unit has already ob-
tained 117 convictions of individuals on illegal trusts and has an-
other 135 open investigations involving about 65 promoters.

And most recently, on February 28, 2001, our criminal investiga-
tion unit conducted the largest and most extensive enforcement ac-
tion in the history of the IRS, including three dozen search war-
rants, involving suspected promoters of fraudulent trust schemes.
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I also want to note for the benefit of those taxpayers and poten-
tial promoters who might be listening to this that the penalties for
engaging in these activities for promoters and investors can be very
stiff. Civil fraud can include a penalty of up to 75 percent of the
underpayment of tax that is attributed to the fraud in addition to
the taxes owed.

And for those who really promote these schemes, the penalties
can be quite lengthy. We recently had 1 prison sentence of 11 years
imposed against an individual that was promoting these schemes.

So Mr. Chairman, in conclusion, I want to assure you that we are
very much aware of this problem. We have identified it as a key
item in our plan to combat basically all these forms of what I call
organized tax evasion.

We are definitely focused on this from both the point of view of
public education and enforcement. I will say that the whole idea of
public education as a key tool for the IRS is not one in the past
was given as much attention as we feel it needed to be.

If you have read any of the things that I have said and we put
in our plan, this is a key area of expansion for us. In listening to
the earlier witnesses, we got some ideas of some things that we can
do more effectively on this front. We will certainly use these ideas
to help us improve what we are doing.

I also want to note, as you noted in your opening, Mr. Chairman,
that we are focused on both effectiveness and fairness. These are
the twin watch words.

We do not want to fall into the trap where we get so focused on
just action without making sure we respect the rights of taxpayers
that are required by law. We are not going to forget about that part
of it either.

We are basically aiming at using all the tools at our disposal to
warn the public to try to prevent these problems and to use our en-
forcement tools effectively in a focused way for those that are actu-
ally promoting these kinds of schemes.

Thank you, Mr. Chairman.

The CHAIRMAN. Thank you, Mr. Rossotti.

4 [The prepared statement of Mr. Rossotti appears in the appen-
ix.]
The CHAIRMAN. Now, to Mr. Stevenson.

STATEMENT OF HUGH G. STEVENSON, ASSOCIATE DIRECTOR
FOR PLANNING AND INFORMATION, BUREAU OF CONSUMER
PROTECTION, FEDERAL TRADE COMMISSION, WASHINGTON,
DC

Mr. STEVENSON. Thank you, Mr. Chairman. And we very much
appreciate this opportunity to talk about the FTC’s approach to
consumer fraud on the Internet. The Commission has submitted
written testimony. I would be glad to answer questions about that.
And I also would just like to hit the highlights here.

As we have heard already, what the Internet provides hucksters
is this instantaneous, global reach, and the ability to inflict large
scale consumer damage very quickly.

To respond effectively as law enforcers and especially one of the
smaller law enforcement agencies, what we need to do is to be able
to move at a quick-step pace and to be able, as we have heard from
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some of the earlier comments, to work across borders in what is a
global marketplace.

To do this, at the FTC, we have developed a systematic approach
that involves both teamwork and technology. And let me highlight
four components of that. One is a system to handle consumer com-
plaints. A second is a system or strategy to monitor the market-
place for the claims being made. A third is strategy for aggressive
and cooperative enforcement. And finally, there is the strategy for
consumer education.

On consumer complaints, what we did first was get organized
about handling the information that consumers were giving us
about consumer fraud. We set up a consumer response center. In
the first couple of weeks, we handled a couple of hundred calls. We
are now up to about 50,000 consumer contacts of various sorts
every month.

We set up a toll-free line. We set up and developed a computer
system to handle the evidence that consumers were giving us about
the frauds they were experiencing. We set up a web page for filing
complaints right online.

And then, what we have done is once we get the information that
we have, we combine that with the complaints that other folks col-
lect. And in this, we have a number of partners, the Postal Inspec-
tion Service, the Better Business Bureau, the National Consumers
League, a project in Canada called Project Phone Busters, Social
Security’s IG’s office.

We combine all of those complaints in a project we call Consumer
Sentinel. And then, what we do is we work that data. Internally,
we have staff doing preliminary investigative reports and trends
analysis. We have attorneys and investigators ready to do what we
call rapid response cases.

And we have a couple of examples. One example in our paper is
a verity case, an example of what this permits us to do when we
use this systematic approach. What happened there is got a spike
of about 600 complaints that just came in all in a bunch. The data
analysts spotted it. The attorneys and investigators started work-
ing the case, getting declarations. And we were in court within a
week or two.

And not all of our examples are that dramatic. But I think what
we have seen quieter ways is an improvement in the speed at
which we can respond which is one of the key elements in dealing
with the Internet pace of fraud.

That case involved, I should say, people that were visiting par-
ticular websites and unbeknownst to them got their modem connec-
tions switched and as a result found that they had a long distance
charge for a call to Madagascar which is sort of an illustration of
the international component of this too.

Externally what we have done with this consumer sentinel sys-
tem is to share the information out to the other consumer cops on
the beat, so to speak, to support the cases that they are bringing.
And we have 300 organizations in the United States and Canada
and now Australia that have signed up for this data-sharing
project, including the IRS, CID folks, data available through a re-
stricted access law enforcement website.
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We had built on this technology to include identity theft com-
plaint information. We have a project with the Department of De-
fense called Soldier Sentinel to collect information in that way as
well.

Now, the second component of our systematic approach is to use
the technology and teamwork to monitor the market claims. We
have done surf days, I think someone referred to earlier. I think
we have done 26 of these and now with domestic and foreign agen-
cies.

What we are doing is we are looking for particular kinds of sus-
pect claims in a systematic way. Then, we follow up with e-mail
warnings. And then, we follow up after that with possible law en-
forcement action.

We set up an Internet lab so that we can see the consumer’s eye
view of the market and also so we can turn what we are seeing into
evidence so we can use in court. We have done Internet training
in the United States and abroad. We trained 800 people from var-
ious agencies. I know that IRS folks have participated in a number
of those trainings.

On the enforcement front, the FTC has brought approximately
170 cases involving Internet fraud of some sort against more than
500 defendants and recovered and redressed more than $50 mil-
lion, and a lot of that involving pyramid schemes which are one of
the things that has proliferated in the new medium.

We have also used the web for consumer education. We have set
up I think what we call the teaser sites where the websites are
mimicking some of the suspect claims that we are seeing out there
on the web. And it leads the consumer into the consumer education
that they need to get in that scenario.

Finally, I would mention that we are also working on the inter-
national front. What we have seen that an increasing number of
cases we are bringing has some international component, money
offshore, defendants offshore, some international participation in
some way.

And what we have done to address that is efforts on the litiga-
tion front. And I know we have consulted with the IRS folks on
some of their experiences in offshore asset issues.

We have also worked on cooperation. We have done bilateral co-
operation agreements with our counterpart agencies in Canada,
Australia, and the U.K. We are working on a multilateral coordina-
tion as well through various venues, including what we call the
international marketing supervision network in attempt to address
this part of the problem.

So that is our start on enforcement for the Internet age. I would
be glad to answer any questions. Thank you.

The CHAIRMAN. Thank you.

[The prepared statement of Mr. Stevenson appears in the appen-
dix.]

The CHAIRMAN. Now, Mr. Brostek.
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STATEMENT OF MICHAEL BROSTEK, DIRECTOR, TAX ADMINIS-
TRATION AND JUSTICE ISSUES, U.S. GENERAL ACCOUNTING
OFFICE, WASHINGTON, DC

Mr. BROSTEK. Chairman Grassley and Senator Baucus, I am
pleased to be here to join the committee as you address a number
of issues related to the role of IRS in enforcing the tax laws. As
requested, I will discuss two topics, the relationship between IRS’
audits of taxpayers and other programs they use to ensure that tax
returns are filed and they are filed accurately and how IRS is man-
aging the increased workload in two of its programs, offers and
compromise and innocent spouse claims.

IRS’ audit rate has declined substantially in the past few years.
And this has received a lot of public coverage which raises a ques-
tion of whether those declines in the audit rate are in some sense
encouraging more noncompliance. The fiscal year 2000 audit rate
was about 0.5 percent. And that was more than 70 percent below
the 1995 rate and 45 percent below the rate for 1999.

Audits, however, are not the only tool that IRS uses to enforce
the law. And as the table on the easel shows—and it is table 1 on
page 4 of the testimony, it would show up better there—IRS per-
formed about 238,000 field audits, face-to-face audits last year and
about 380,000 audits through the mail, for a total of around
618,000. However, there were in contrast over 8.3 million total con-
tacts with taxpayers under the other major programs that IRS has
to enforce the law.

Also, as the first line of the table shows, 100 percent of tax-
payers’ returns are actually screened by IRS in some sense to iden-
tify those that should be followed up on.

These statistics demonstrate IRS’ presence in enforcing the code
and ensuring that taxpayers file accurate returns—it is much
broader than is reflected just in the audit rate. However, the other
programs that are used cannot actually substitute for audits.

These programs are reliant on information reported to the IRS
by the taxpayers themselves and by third parties, such as employ-
ers, banks, and other financial institutions. Consequently, audits
remain the primary tool for IRS to use in ensuring the accuracy of
returns filed by taxpayers whose income or other characteristics
are not subject to computerized checking.

In part, because audits are such an important tool, the decline
in the rate raises a legitimate concern about possible adverse ef-
fects on the compliance levels in our system. Unfortunately, neither
IRS nor anyone else knows the effect of these declining rates on
voluntary compliance because we have not had a measurement of
voluntary compliance since 1988.

Such a measure is key not only to determining whether compli-
ance is declining, but in determining where it may be declining,
such as in the areas we are talking about today, as well as how
IRS may be able to address those declines.

For example, in its earlier studies of voluntary compliance, IRS
reports that information was useful in better targeting its audit
and enforcement efforts, in identifying areas in which forms and in-
structions might be changed, and even cases where statutes might
need to be changed or clarified.
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Two programs that are using resources that are normally de-
voted to audits or collection activities are the innocent spouse and
the offers in compromise programs. Both of these programs have
experienced a very large increase in their workload since the pas-
sage of the IRS Restructuring and Reform Act in 1998.

A significant part of IRS response to that increase has been to
shift staff to these programs from its other auditing and tax collec-
tion functions. These shifts are cited by IRS as part of the reason
for the decline in the audit rate and in such things as use of liens
and levies.

In addition to shifting staff, however, IRS has taken a number
of steps to deal with the workload that has arisen in these pro-
grams. Regarding innocent spouse claims, IRS is essentially proc-
essing many of those claims centrally and has implemented a new
case processing system that standardizes the questions that are
asked of taxpayers and the documentation that is maintained for
the case.

In addition, for innocent spouse, the workload seems to have be-
come fairly stabilized. And therefore, IRS may have an opportunity
to begin working down the caseload in this area and to free-up staff
that could be shifted back into auditing activities.

The offer in compromise program is far less along in gaining con-
trol over its workload. The offer workload has increased by 83 per-
cent in the past 3 years. IRS is just beginning to take steps, such
as centralizing case processing into two centers.

If IRS is successful in improving its handling of the cases in
these two programs, it may be able to redirect some of its resources
to the kinds of things that are being talked about today to better
enforce the law. However, given how recently these changes have
occurred in the programs, it is not clear at this time whether IRS
will be successful in working down those case inventories.

That concludes my statement. I will be happy to answer ques-
tions.

4 [The prepared statement of Mr. Brostek appears in the appen-
ix.]

The CHAIRMAN. Well, we thank all of you. Before I start with
questions, we have a person who was appointed by President Clin-
ton to the IRS oversight board in the audience. And I want to
thank Mr. Steve Nichols for attending this hearing and for his good
work on the IRS oversight.

Would you stand, Mr. Nichols, so you can be recognized? Thank
you very much. I appreciate that.

Mr. Rossotti, we have heard some very strong testimony. The
IRS, of course, is kind of caught in the middle in some respects.
It enforces the law, but the IRS also has to protect honest citizens
from tax scam artists.

And nowhere is that more true than where the employers are
being told that they are not going to have to withhold taxes. We
have heard today some of the things that the IRS is doing. And I
should commend the IRS for those efforts and for the fine work of
many dedicated IRS employees. And so rhetorically, I am going to
ask, is that enough?

But then, let me go on to ask the real question. Does the IRS
need to be out there sooner and faster? Should the IRS be actively
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finding scam artists as quickly as possible before the scam artists
in a sense find and fleece the honest taxpayer of thousands of dol-
lars?

Mr. RossoTTI. Yes, Mr. Chairman. We need to be aggressive and
faster on the draw in a lot of things that we do.

Specifically with the Internet and some of the scams that pro-
liferate, I think some of your earlier witnesses came up with some
good suggestions on how we could improve in this area. I think the
first step is to be active ourselves on informing the public, warning
the public, and using a channel, such as our website and other
channels to do that.

On the employment tax schemes that you mentioned that have
begun to get a lot of publicity, we have been active. This is a notice
that we put out specifically on employment tax schemes. And there
have been a number of TV programs this week, a TV program that
I was on that was specifically on this subject.

So I think using public education vehicles more aggressively is
one of the things that we can do better. And it is one of the major
strategies that we have. Historically, these vehicles were not a high
priority at the IRS.

In the last 2 years, we have added some more resources to public
education. I think even though it takes a little more resources,
warning the public is the most efficient thing we can do.

I think one good thing about the American taxpayer is that they
have common sense. They are pretty smart most of the time. When
they see something that is too good to be true, with a little help
from us, they will figure it out. So that is step 1.

Then, the other side, of course, is using our enforcement powers
to find the promoters. It is important to note that with respect to
the Internet, there are some aspects about taxes that we have to
remember, such as taxes are a political subject, as well as an item
that could be thought of in the same context as a consumer issue.

In other words, there are many people around the Internet that
have strong opinions about taxes. They are allowed to express
those opinions. They are even allowed to say that they think the
tax system is unconstitutional.

Congress recognized that point explicitly in the restructuring act
with section 3707 which made it illegal for us to designate anyone
as a tax protester. We do not even use that term anymore.

People are allowed to protest; Congress has recognized that. If all
they do is advise people or claim their opinions, no matter how
wrong they might be, they are allowed to do that.

Where our authority comes in and where we are focusing is when
they go beyond just expressing an opinion and try to actually sell
something to a taxpayer. There are sections of the code that give
us the authority to get an injunction if somebody goes beyond put-
ting something out and making an opinion and goes and tries for
example, to assist someone in preparing a return or sells a product
that 1s aimed at enticing people into an illegal kind of a scheme.

And that is what we call our promoters. We have a lot of our ef-
forts on both the civil side and the criminal side directed towards
finding those promoters. It really is more going after the promoters
on the website because anyone can come up and shut down one
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Webiite and put up another website. That does not take anything
much.

Again, we can actually go after promoters and either get an in-
junction against the promoters in some cases or put them in jail
which is what we are actually doing in a number of these cases.
I mentioned statistics, 117, I believe I said, that have gone to jail.
Then, we have a more permanent effect we think.

So what we are trying to do is to be much more effective on the
public education side. There are certainly things we can do to im-
prove our website, although it already gets 2 billion hits. In fact,
a few of your witnesses came up with some ideas that we were
writing down. We are going to follow up on those suggestions.

Again, public education is only one half. The other half is really
going after the promoters and using all the tools that are at our
disposal to do what we can to shut them down.

The CHAIRMAN. Is it possible that the IRS could adopt some of
the successful strategies that agencies, such as the SEC and the
FDC have had in quickly shutting down Internet websites?

Mr. RossoTTi. We have recently begun to consult with these
agencies to find out more about these. I think Mr. Stevenson had
some comments here about how effective he has been with getting
consumer complaints in.

We have an ability to register complaints. We have a hotline, but
it is a telephone line right now. We could certainly enhance that
to take that kind of information over the website.

The precise authority to actually shut down schemes may be
somewhat different in the tax area than it is in other consumer
areas. But I think there is some very worthwhile things that we
can do, like consulting with our colleagues here and finding out
more about their techniques.

The CHAIRMAN. Well, let me ask you, do you need more authority
or you do not know yet?

Mr. RossotTi. Well, I do not think we know yet. We do have au-
thority to shut down schemes through the tax shelter regulations
and the injunctive authority. And we have used it, as I mentioned.
And we got about 17 more of those that we are looking at.

I am not sure if there is anything more that we would need to
do to cover specifically websites. We need to work on that a little
more before I can say.

The CHAIRMAN. Two suggestions and then I will go to Senator
Baucus. Number one, I think it was Mr. Sommers or maybe it was
not him, but one of the witnessed. And I think he referred to it this
way, you spend a lot of time going through hour after hour stuff
on the website to find the information. If it were possible, and I
think the implication was that it is possible, for the IRS to make
sure that their information pops up first. Is that something that
can be done? Or is that something that is costly?

Mr. RossorTi. That is one suggestion that I think we need to
look into and see if we can do something with it.

The CHAIRMAN. All right.

Mr. RossorTl. I think there is good potential there.

The CHAIRMAN. Yes. And then, what about the other offer from
the two lawyers that were on the first panel that they and maybe
some other people would sit down from a legal standpoint and work
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with you as a practitioner or people that are in this area? And they
referred to an opportunity to do that maybe in a couple of months
when they were going to be in town for some professional meeting.

Mr. RossoTTI. And also, another good suggestion. We also work
closely with the bar association on many things, as well as other
practitioner groups. By the way, 55 percent of the taxpayers in this
country do have their returns prepared by a preparer and even
over 80 percent for those in the upper income brackets.

So that is one of the really important strengths of the tax system
in this country. To the extent that we can work with these pre-
parer groups more effectively on this particular issue, that is defi-
nitely a positive thing. And I did hear that suggestion. And we will
take them up on that.

The CHAIRMAN. Senator Baucus.

Senator BAucus. Thank you, Mr. Chairman.

Earlier, you mention, Commissioner, about K1ls and other impor-
tant techniques to try to get a match and so forth. But is it not
true, at least according to the earlier panel, that a lot of these peo-
ple are not going to get caught with K1s? That is just pretty garden
variety stuff, K1, compared with the sophistication of what a lot of
these people are doing.

Mr. RossOTTI. There is no question. But if you end up with one
of these trust schemes like this for at least many of the people, es-
pecially the upper income people, they do file a 1040. And what
they do, through these various flurry of paper work, is come up
with something that offsets the income or moves the income.

And they may file a K1 if they actually have a trust. That gives
us a clue. It is not going to enable us to do anything directly, but
it may help us 