
February 7, 2022

The Honorable Charles P. Rettig
Commissioner
Internal Revenue Service
1111 Constitution Ave, NW
Washington D.C, 20224

Dear Commissioner Rettig:

I write to urge the Internal Revenue Service (IRS) to reverse its recently announced
implementation of facial recognition screening software for Americans who wish to access their
historical tax documents online. The IRS does not use facial recognition for tax filing or to
receive a refund, and the agency should not require facial recognition for any of the other
important services it provides taxpayers.

In November, 2021, the IRS announced that taxpayers wishing to securely access their tax
information online would soon need to sign up for an account with ID.me, a commercial identity
verification provider, which uses facial recognition technology as part of the verification process
when users first sign up for an account. Although the IRS is not the first government agency to
use ID.me — the company’s services are also used by nine other federal agencies and thirty
states — the IRS’ use of ID.me’s services has set off an important national debate about the
government’s use of facial recognition technology.

While the IRS had the best of intentions — to prevent criminals from accessing Americans’ tax
records, using them to commit identity theft, and make off with other people’s tax refunds — it
is simply unacceptable to force Americans to submit to scans using facial recognition technology
as a condition of interacting with the government online, including to access essential
government programs. Furthermore, many facial recognition technologies are biased in ways that
negatively impact vulnerable groups, including people of color, women, and seniors.

In addition to the serious privacy and civil liberties issues associated with the use of facial
recognition technology, it is also alarming that the IRS and so many other government agencies
have outsourced their core technology infrastructure to the private sector. Quite simply, the
infrastructure that powers digital identity, particularly when used to access government websites,
should be run by the government.




